Sylora — Adatkezelési tajékoztato (Privacy Policy)

1. Bevezets és hataly
1.1. Az adatkezelési tajékoztato célja

Jelen adatkezelési tajékoztatd célja, hogy atlathatd és kozérthet6 médon bemutassa a Sylora
platform mikodése sordn megvaldsuld személyesadat-kezelési tevékenységeket, valamint
tdjékoztatdst nyujtson az érintettek szamara az adatkezeléssel kapcsolatos jogaikrdl és azok
gyakorldsanak maodjardl.

Az adatkezelési tajékoztatd részletezi kiilonosen:

e akezelt személyes adatok korét és kategoridit,

e az adatkezelés céljait és jogalapjait,

e az adatkezelés id6tartamat,

e az adatokhoz hozzafér6 személyek és szervezetek korét,
e az adattovabbitasokra vonatkozé informacidkat,

e az adatbiztonsagi intézkedések alapelveit,

e valamint az érintettek jogait és jogorvoslati lehetdségeit.

Az adatkezel6 kiemelt célja, hogy a személyes adatok kezelése minden esetben megfeleljen az
Eurdpai Unid dltalanos adatvédelmi rendeletének (GDPR), a vonatkozé eurdpai unids és magyar
jogszabdlyoknak, valamint a tisztességes adatkezelés, az atlathatdsag és az elszamoltathatdsag
elvének.

1.2. Hatdly (platform, aldomain, mobil app, API)

Jelen adatkezelési tdjékoztatd hatalya kiterjed minden olyan személyesadat-kezelési
tevékenységre, amely a Sylora hasznalata soran valdsul meg, fliggetlenil attdl, hogy az
adatkezelés milyen technikai csatorndn vagy eszk6zon keresztiil torténik.

Az adatkezelési tajékoztatd kiilonodsen az alabbi fellletekre és mikodési kérnyezetekre
alkalmazando:

e a Sylora webes fellileteire (ideértve valamennyi aldomainen elérhets szolgdltatast),

e a Sylora-hez kapcsolédd mobilalkalmazasokra (amennyiben ilyenek miikédnek),

e az alkalmazasprogramozasi interfészekre (API), amelyek kiils6 rendszerek vagy
integraciok szamara biztositanak hozzaférést,

e valamint minden olyan digitalis megoldasra, amely a Sylora funkcionalis mikodéséhez
kapcsolédik.



A tajékoztato hatalya kiterjed tovabbd mindazon természetes személyekre, akik a Sylora
szolgdltatasait igénybe veszik, azokat bongészik, vagy azokkal barmilyen médon kapcsolatba
keriilnek, figgetlentl attél, hogy regisztralt felhaszndlonak mindsilnek-e.

A Sylora szolgdltatasai foldrajzi korlatozas nélkil érhet6k el. A tajékoztaté hatdlya kiterjed
minden olyan adatkezelésre, amely soran a Sylora az Eurdpai Unié teriiletén tartézkodo
érintettek személyes adatait kezeli, illetve amely esetekben az adatkezelésre az Eurépai Unid
altaldnos adatvédelmi rendelete (GDPR) terileti hatalya — kiilondsen az érintettek EU-beli
tartdzkodasi helyére vagy az EU-ban torténd szolgaltatdsnyujtdsra tekintettel — alkalmazandé.

1.3. Jogszabalyi hattér (GDPR, ePrivacy, Infotv.)

A Sylora adatkezelési tevékenységei soran az adatkezel6 az alabbi elsédleges jogszabalyok és
szabalyozasok rendelkezéseit alkalmazza:

e az Eurdpai Parlament és a Tandacs (EU) 2016/679 rendelete (Altalanos Adatvédelmi
Rendelet, GDPR), kiilonos tekintettel annak 5—6. cikkére (adatkezelési elvek és
jogalapok), 12-22. cikkére (érintetti jogok), valamint 24-32. cikkére (adatkezel&i
felelGsség és adatbiztonsag),

e az elektronikus hirkozlésrél és az elektronikus hirkozlési adatvédelemrél sz6l6 eurdpai
unios és tagdllami szabalyok (ePrivacy iranyelv), kiiléndsen a siitik és hasonlé
technoldgiak alkalmazasaval 6sszefliggésben,

e azinformacids 6nrendelkezési jogrdl és az informacidszabadsagrdl szold 2011. évi CXIl.
torvény (Infotv.), mint a GDPR-hoz kapcsolédd magyar jogszabaly.

Az adatkezel6 a fenti jogszabalyok alkalmazdsa soran figyelembe veszi tovabba az Eurdpai
Adatvédelmi Testilet (EDPB) irdnymutatdsait, ajanldsait és allasfoglaldsait, valamint a Nemzeti
Adatvédelmi és Informdacidszabadsag Hatosag (NAIH) gyakorlatat.

Amennyiben a Sylora mikodésére vagy az adatkezelési tevékenységekre vonatkozd jogszabalyi
kornyezet valtozik, az adatkezel§ jogosult jelen adatkezelési tajékoztatdt ennek megfelelGen
modositani.

1.4. Fogalommeghatarozasok
Jelen adatkezelési tajékoztaté alkalmazasaban az aldabbi fogalmak az alabbi jelentéssel birnak:

e Adatkezel8: az a természetes vagy jogi személy, amely a személyes adatok kezelésének
céljait és eszkozeit 6ndlldan vagy masokkal egylitt meghatarozza. Jelen tajékoztatod
vonatkozasaban az adatkezel6 a Sylora lizemeltetdje.

e Adatfeldolgozé: az a természetes vagy jogi személy, amely az adatkezelS nevében
személyes adatokat kezel.

e Erintett: barmely azonositott vagy azonosithatd természetes személy, akinek személyes
adatait a Sylora kezeli.

e Felhasznald: az a természetes személy, aki a Sylora szolgaltatasait regisztracioval vagy
regisztracié nélkil igénybe veszi.



e Személyes adat: azonositott vagy azonosithatd természetes személyre vonatkozé
barmely informdcid.

e Adatkezelés: a személyes adatokon vagy adatallomanyokon automatizalt vagy nem
automatizdlt médon végzett barmely mvelet.

e Hozzajarulas: az érintett akaratanak onkéntes, konkrét, megfelel6 tajékoztatason
alapulé és egyértelmd kinyilvanitasa.

e Sylora: az adatkezel6 altal Gzemeltetett online piactér és kapcsolddé digitalis
szolgdltatasok dsszessége.

e 4T adatok: a természetes személy olyan azonosité adatai, amelyek magas
valdszinlséggel egyedileg beazonositjak az érintettet; jellemz6en a név, anyja neve,
szliletési hely és sziiletési idé.

e Cookie (siiti): a felhasznalo eszkdzén elhelyezett kis adatcsomag, amely a weboldal
mUkodését és haszndlatat segiti.

e Adatvédelmi incidens: a biztonsag olyan sériilése, amely a kezelt személyes adatok
véletlen vagy jogellenes megsemmisilését, elvesztését, megvaltoztatasat, jogosulatlan
kozlését vagy az azokhoz vald jogosulatlan hozzaférést eredményezi.

2. Adatkezel6 és kapcsolddo szerepl6k

2.1. Adatkezel6 adatai
A Sylora szolgéltatas keretében megvaldsulé adatkezelések adatkezelGje:

e (Cégnév: LMS-One Zrt.

e Székhely: 1116 Budapest, Hauszmann Alajos utca 3/A

o Cégjegyzékszam: 01-10-049508

e Addszam: 26141011-2-43

e Kapcsolattartasi e-mail cim: anitas@nexius.hu adatvédelmi felelés

Az adatkezel6 az érintettek kérelmeit és megkereséseit a fenti elérhet6ségeken fogadja. Az
adatkezel6 fenntartja a jogot, hogy az érintetti kérelem teljesitése el6tt — a jogosulatlan
hozzaférések megel6zése érdekében — az érintett személyazonossadganak igazoldsat kérje, a
GDPR és az Infotv. keretei kozo6tt.

2.2. K6z6s adatkezel6k (ha van: pl. course provider)

A Sylora m(ikodése soran bizonyos adatkezelések esetében el6fordulhat, hogy az LMS-One Zrt.
mas szervezetekkel k6zos adatkezel6nek mindsil. K6zos adatkezelésrdl akkor beszéliink, ha két
vagy tobb adatkezel6 az adatkezelés céljait és eszkdzeit egyiittesen hatarozza meg.

A Sylora modelljében ilyen eset tipikusan akkor merilhet fel, ha:

e akurzus szervezd / tartalomszolgaltatd a Sylora feliiletén keresztiil sajat céljara (pl.
kurzus teljesités igazoldsa, tanusitvany kiallitasa, Ugyfélkapcsolat) kezel személyes



adatokat, mikdzben az adataramlas és a feldolgozas lényeges elemeit a platform és a
tartalomszolgdltatd kdzosen alakitja ki;

e aplatform és a tartalomszolgaltatd kézosen hatarozza meg a tanuldsi adatok (pl.
el6rehaladas, teljesités, értékelés) kezelésének szabalyait, illetve az adatok hozzaférését
és megGrzését.

Amennyiben az adott adatkezelés k6z6s adatkezelésnek mindsil, az LMS-One Zrt. a k6zos
adatkezel6(k)kel a GDPR 26. cikke szerinti kozos adatkezel6i megallapodast kot, amely rogziti
kaldonosen:

e az érintetti jogok gyakorlasaval kapcsolatos feladat- és felel6sségmegosztast,
e az adatkezelési tajékoztatdsi kotelezettség teljesitésének rendjét,

e az adatbiztonsagi és incidenskezelési egylittm(ikodést,

e valamint a kapcsolattartasi pontot az érintetti kérelmek fogadasara.

A koz0s adatkezel6i megallapodas Iényegi tartalmardl az érintettek kérésére tajékoztatast
nyujtunk. A Sylora-en megvaldsuld kozos adatkezelések konkrét eseteit és a kozos adatkezel§(k)
megnevezését — amennyiben ilyenek fennallnak — a jelen tajékoztatd vonatkozd fejezetei, illetve
az adott folyamatokhoz kapcsolddé kiegészit6 tajékoztatasok tartalmazzak.

2.3. Adatfeldolgozok kategoridi

A Sylora lizemeltetése soran az LMS-One Zrt. bizonyos tevékenységek ellatasahoz kiilsé
szolgaltatokat vehet igénybe, akik az LMS-One Zrt. nevében és utasitasai szerint,
adatfeldolgozéként kezelhetnek személyes adatokat.

Az adatfeldolgozék jellemzd kategdridi — a teljesség igénye nélkil — az alabbiak lehetnek:

e Tarhelyszolgaltatas és felhG-infrastruktura (pl. szerver-, adatbazis-, objektumtarolas,
CDN, biztonsagi mentések)

o Uzemeltetés, monitoring és naplokezelés (pl. alkalmazés- és infrastruktira-monitoring,
hibajegy-kezeléshez kapcsolddd loggylijtés)

e E-mail és lizenetkiildési szolgaltatasok (pl. tranzakcids e-mailek, rendszerértesitések,
SMS/push kuildés)

o Ugyfélszolgalati és panaszkezelési rendszerek (pl. ticketing, CRM, call center tamogatd
rendszerek)

o Fizetési és szamlazasi folyamatokat tamogaté szolgaltatok (pl. fizetésfeldolgozas,
szamlazd-/ERP-integracié, amennyiben adatfeldolgozéi szerepben jarnak el)

e Analitikai és statisztikai szolgaltatasok (pl. hasznalati elemzés, teljesitménymérés — a
vonatkozo jogalap és cookie-bedllitasok fliggvényében)

o Fejlesztési és tesztelési alvallalkozdk (pl. fejlesztGi tamogatas, hibajavitas,
kiadasmenedzsment, minGségbiztositds — hozzaférés-kontroll mellett)



Az LMS-One Zrt. az adatfeldolgozdkkal minden esetben a GDPR 28. cikke szerinti
adatfeldolgozoi szerz6dést (vagy annak megfelel6 szerz6déses rendelkezéseket) kot, amely
rogziti kilonosen:

e az adatkezelés targyat, id6tartamat, jellegét és céljat,
e az érintettek tipusait és a személyes adatok kategdriait,

e az adatfeldolgozd kotelezettségeit (bizalmassag, biztonsdag, al-adatfeldolgozdk
igénybevétele, egylittmikddés érintetti kérelmeknél, incidenskezelés),

e valamint az adatkezel6 ellenérzési és auditjogait.

Az adatfeldolgozdk aktualis listaja, valamint az esetleges al-adatfeldolgozék és adattovabbitasok
részletesebb leirdsa a jelen tdjékoztatd vonatkozo részeiben (kiilondsen a 7. Adattovabbitasok
és a 13. Kiilsé szolgaltatasok és integraciok fejezetekben), illetve sziikség esetén kiegészité
tdjékoztatdasokban keriil kozzétételre.

2.4. Adatvédelmi tisztvisel6 (DPO) elérhetSsége

Az LMS-One Zrt. a GDPR rendelkezései alapjan adatvédelmi tisztvisel6t (DPO-t) jelol ki,
amennyiben ennek feltételei fennallnak, illetve amennyiben azt a szervezet m(ikédése és az
adatkezelési tevékenységek jellege indokolja.

o Adatvédelmi tisztvisel6 neve: Sebestényné Kovacs Anita
e Kapcsolattartasi e-mail cim: anitas@nexius.hu
e Postai elérhet6ség: 1116 Budapest, Hauszmann Alajos utca 3/A

Amennyiben az LMS-One Zrt. nem jel6lt ki adatvédelmi tisztviselG6t, az érintettek az
adatkezeléssel kapcsolatos kérdéseikkel, kérelmeikkel és észrevételeikkel a 2.1. pontban
megadott kapcsolattartasi elérhetdségeken, illetve az adatvédelmi kapcsolattartasi e-mail
cimen fordulhatnak az adatkezel6hoz.

2.5. Tarhelyszolgaltatd és infrastruktura-szerepl6k

A Sylora lizemeltetéséhez az LMS-One Zrt. felhGalapu infrastrukturat vesz igénybe. A
szolgdltatas tarhely- és alap-infrastruktura szolgdltatdja a Microsoft Azure (Németorszadgban
elérhet6 adatkozponti régidk / ,,Germany” régié), amely az LMS-One Zrt. nevében, a GDPR 28.
cikke szerinti adatfeldolgozéként jar el a tarhelyszolgaltatashoz és a kapcsolddé infrastruktura-
funkciokhoz (pl. szamitdsi kapacitds, adatbazis- és taroldszolgaltatdsok, haldzati szolgaltatasok,
biztonsagi mentések) kapcsoldéddan.

Az LMS-One Zrt. célja, hogy a Sylora keretében kezelt adatok az Eurépai Unién beliil, jellemz&en
Németorszag teriiletén keriljenek tarolasra és feldolgozasra a valasztott Azure-régio beallitasai
szerint.

A Microsoft Azure szolgaltatas igénybevétele soran:

e a Microsoft és esetleges al-adatfeldolgozdi a szolgaltatas nyujtasahoz sziikséges
mértékben, az LMS-One Zrt. utasitasai alapjan kezelhetnek személyes adatokat;



e az LMS-One Zrt. a Microsofttal a GDPR 28. cikke szerinti adatfeldolgozoi feltételeket
szerz6déses keretek kozott érvényesiti (ideértve az adatbiztonsagi kovetelményeket, az
incidenskezelési egylttm(kodést, valamint az auditalhatdsagot);

e amennyiben a szolgdltatasnyujtas soran harmadik orszagbeli hozzaférés vagy
adattovabbitds kockazata felmeril (példaul tamogatasi, lzemeltetési vagy biztonsagi
okokbdl torténd, korlatozott hozzaférés), az LMS-One Zrt. a GDPR V. fejezete szerinti
megfelel6 garancidkat alkalmazza (kiilonosen az Eurdpai Bizottsag altal elfogadott
altalanos szerz6dési feltételek — SCC —, valamint sziikség esetén kiegészitd technikai és
szervezési intézkedések).

Az infrastruktura-szolgaltatok és a kapcsolddé adatfeldolgozdk konkrét megnevezése, illetve az
esetleges adattovabbitasokra vonatkozo részletek — a technikai és szerz6déses kornyezet
valtozdasdra tekintettel — a jelen tajékoztatd 7. Adattovabbitasok és 13. Kiilso szolgaltatasok és
integraciok fejezeteiben, valamint kiegészit6 tajékoztatasokban keriilhetnek részletezésre.

3. Az érintettek kore

3.1. Regisztralt felhasznalok

Regisztralt felhasznaldnak mindsil minden olyan természetes személy, aki a Sylora felliletén
felhasznaldi fidkot hoz létre (ideértve a kdzvetlen regisztraciét, valamint a kiilsé azonositén — pl.
SSO — alapuld beléptetést), és a szolgdltatasokat bejelentkezve veszi igénybe.

A regisztrdlt felhasznaldk korébe tartozhatnak kiilonosen:

e aplatformon vasarlast kezdeményezd vagy végrehajto felhasznalék (B2C),

e szervezeti (B2B) felhasznaldk, akik szervezetiik nevében vagy szervezetiik altal biztositott
hozzaféréssel hasznaljak a szolgaltatast,

e olyan felhasznaldk, akik a Sylora-en elérhet§ tartalmakat megkezdik, teljesitik, illetve
elérehaladdasukat a rendszer nyilvantartja,

e valamint a Sylora funkcidihoz kapcsolédé jogosultsagi szerepkérdkkel rendelkezé
felhasznaldk (a konkrét jogosultsagok figgvényében).

3.2. Vasarlok (B2C / B2B)

Vasarlonak mindGsiil minden olyan természetes személy, aki a Sylora-en keresztiil terméket vagy
szolgdltatast (ideértve kilondsen digitalis oktatasi tartalmakhoz kapcsolddo licenceket,
hozzaféréseket) ellenérték fejében megvasarol, illetve vasarlast kezdeményez.

A Sylora m(ikodési modellje alapjan a vasarldk koére az alabbiak szerint kiilonithetd el:

e B2Cvasarlok: olyan természetes személyek, akik sajat nevikben és sajat célra vasarolnak
(pl. egyéni tanulasi célu licencvasarlas).

e B2B vasarlok / szervezeti megrendel6k kapcsolattartéi: olyan természetes személyek,
akik jogi személy (pl. munkaltato, intézmény) nevében jarnak el, és a szervezet szamara
vasarolnak vagy vasarlast kezdeményeznek (pl. licencek beszerzése munkavallalék vagy



tanuldk részére). Ebben az esetben a jogi személy mint szerz6d6 fél nem mindsiil
érintettnek, azonban a szervezet képviseletében eljaré természetes személy(ek)
személyes adatai érintetti adatnak mingsiilnek.

A vasarldi minGséghez kapcsolddoé adatkezelések tipikusan kiterjednek kiilonosen:

e amegrendelés és fizetés lebonyolitasara,

e aszamlazasi és szamviteli kotelezettségek teljesitésére,

e alicenc(ek) kiosztasara, aktivalasara, felhasznalasanak nyilvantartasara,

e valamint a vasarlassal 6sszefligg6 Ggyfélszolgalati és panaszkezelési folyamatokra.

3.3. Kurzus szervez6k / tartalomgyartdk

Kurzus szervezének / tartalomgyartdnak mindsil minden olyan természetes személy, aki a
Sylora-en értékesitésre kindlt kurzusok, digitdlis tananyagok vagy kapcsolddd szolgaltatasok
létrehozdsdban, feltoltésében, kezelésében, értékesitésében vagy teljesitésében kozrem(ikodik,
illetve a Sylora-en ehhez kapcsolddo fidkkal és jogosultsagokkal rendelkezik.

A kurzus szervez6k / tartalomgyartok korébe tartozhatnak kilénosen:

e egyéni tartalomszolgaltatdok (természetes személyek), akik sajat neviikben jarnak el;

e jogi személyek képvisel6i vagy kapcsolattartéi (pl. intézmény, vallalkozas), akik a
szervezet nevében jarnak el. Ebben az esetben a jogi személy nem mindsil érintettnek,
azonban a képviseletében eljaré természetes személy(ek) személyes adatai érintetti
adatnak mindsulnek.

A kurzus szervezdi / tartalomgyartdi szerepkorh6z kapcsolédé adatkezelések tipikusan
kiterjednek kiléndsen:

e aszolgdltatdi fidk |étrehozasara és kezelésére (jogosultsagok, kapcsolattartasi adatok,
szerz8déses adatok),

e akurzusok és kapcsolddé metaadatok kezelésére (pl. szerzd, oktatd, kapcsolattartéd
megnevezése, bemutatkozo tartalom),

o értékesitési és elszamolasi folyamatokra (pl. jutalékelszamolads, kifizetések el6készitése —
a szerepkorok és jogi modell fliggvényében),

e avasarlokkal / tanuldkkal 6sszefliggs, a szolgaltatas teljesitéséhez sziikséges informaciok
kezelésére (pl. licenc-allapotok, tanulasi el6rehaladas és teljesités, amennyiben a Sylora
ezt a kurzus szervez6 szdmdra hozzaférhetGvé teszi).

Felhivjuk a figyelmet arra, hogy a kurzus szervezdk / tartalomgyartdk a sajat, 6nallé céljaikra (pl.
sajat nyilvantartdsok, sajat tgyfélkapcsolat, marketing) végzett adatkezeléseik tekintetében
6nallo adatkezel6nek mindsilhetnek. Az ilyen adatkezelésekre vonatkozé tajékoztatdsért és
jogszer(iségért a kurzus szervez§ / tartalomgyarté felel; a Sylora e korben a platformon beldli
hozzaférések és adatatadasok kereteit a vonatkozdé szerz6déses és jogosultsagi szabalyok szerint
biztositja.



3.4. Adminisztratorok

Adminisztratornak mingsul minden olyan természetes személy, aki a Sylora m(ikodtetéséhez,
fellgyeletéhez, tdmogatasahoz vagy a jogosultsagok kezeléséhez kapcsoléddan adminisztrativ
hozzaféréssel rendelkezik a platform egyes funkcidihoz, adataihoz vagy beallitdsaihoz.

Az adminisztratorok korébe tartozhatnak kiilonosen:

e platform-adminisztratorok (az LMS-One Zrt. munkavallaléi vagy megbizottjai), akik a
Sylora lizemeltetéséhez, biztonsdgahoz, konfiguracidjahoz, hibajavitdsdhoz és
ugyféltamogatdsahoz szikséges jogosultsagokkal rendelkeznek;

e szervezeti adminisztratorok (B2B lgyfelek képviselGi), akik szervezetiik felhasznaléinak,
licenceinek, jogosultsdgainak és hozzaféréseinek kezelését végzik a Sylora-ben elérhetd
funkciok szerint;

e tartalomszolgaltatdi / kurzus-szervezdi adminisztratorok, akik a sajat szervezetiikhoz
tartozé kurzusok, felhasznalasi adatok és kapcsolddd beadllitasok kezelésére
rendelkeznek adminisztrativ jogosultsaggal.

Az adminisztrativ hozzaférések soran kezelt személyes adatok kore és a hozzaférés terjedelme a
konkrét szerepkortdl és jogosultsagi szinttdl fligg. Az LMS-One Zrt. célja, hogy az adminisztratori
hozzaférések:

e szerepkoralapuak és a sziikséges minimalis jogosultsag elvén (need-to-know / least
privilege) alapuljanak,

e napldézottak legyenek, és a hozzaférések feliilvizsgalata rendszeresen megtérténjen,

e valamint kizarélag a Sylora mikodtetéséhez, tdmogatasahoz, biztonsagahoz, illetve a
szerzGdéses szolgdltatasnyujtdshoz sziikséges mértékben valdsuljanak meg.

3.5. Latogatok (cookie-alapu adatkezelés)

Latogatonak minGsil minden olyan természetes személy, aki a Sylora webes felileteit
regisztracio és bejelentkezés nélkil bongészi.

A latogatdi haszndlat soran a Sylora — a weboldal miikodésének biztositasa, a biztonsag
fenntartasa, valamint a felhasznaldi éimény javitasa érdekében — technikai jellegli adatokat
kezelhet, illetve a felhaszndld eszkdzén cookie-kat (sitiket) vagy hasonld technoldgidkat
helyezhet el.

A latogatdkhoz kapcsolédd adatkezelések jellemzben az aldbbiakat foglalhatjdk magukban:

e sziikséges (technikai) cookie-k és az azokhoz kapcsolodé adatok kezelése (pl.
munkamenet-kezelés, biztonsdagi bedllitasok, terheléselosztas),

e napldzasi és biztonsagi célu adatkezelések (pl. IP-cim, hozzaférési naplok, eszkdz- és
bongészGinformaciok, hibajelentések),

e statisztikai/analitikai célu adatkezelések, amennyiben ilyen szolgaltatdsokat a Sylora
alkalmaz (a vonatkozo beédllitasok és hozzajarulasok fliggvényében),



e marketing célu cookie-k és kdvetés, amennyiben a Sylora ilyen technoldgiakat alkalmaz
(kizardlag a jogszabalyoknak megfeleld, el6zetes hozzajarulds alapjan).

A cookie-k és hasonlé technolégidk alkalmazasanak részletes szabdlyait (a cookie-k tipusait,
céljat, jogalapjat, élettartamat, valamint a beallitdsok mddjat) a Sylora kilon Cookie Policy
dokumentuma tartalmazza. A latogatdk a cookie-bedllitasaikat a Sylora felliletén megjelené
cookie-kezel6 eszkozon keresztiil (amennyiben alkalmazando), illetve a bongészd beallitasain
keresztll modosithatjak.

4. Kezelt személyes adatok kategoriai
4.1. Azonosit6 adatok

A Sylora m(ikodése soran — a szolgaltatas nyujtdsahoz, a felhaszndldi fidk kezeléséhez, a
jogosultsagok biztositasahoz, valamint a szerz6déses és biztonsagi kotelezettségek
teljesitéséhez — az LMS-One Zrt. az alabbi azonosité adatokat kezelheti (a tényleges adatkezelés
a valasztott funkcioktdl és a felhasznaldi szerepkortdl flgg):

A rendszer — kiloénosen nagykoru felhaszndldk esetében — kezelhet Un. ,,4T” természetes
személyazonosité adatokat is, amelyek a magyar gyakorlatban a természetes személy egyedi
azonositasat eldsegit6 adatokként ismertek.

e név (pl. vezetéknév, keresztnév; adott esetben megjelenitett név),

e anyja neve (a természetes személyazonositdshoz kapcsoléddan),

o sziiletési hely,

o sziiletési id6 (év, hdnap, nap),

e felhasznaldnév / azonositd (pl. rendszerben generalt felhasznaldi azonositd),

e szervezeti azonositok (pl. szervezet neve, szervezeti egység, csoporttagsag — B2B
hasznalat esetén),

e kiilsG azonosito szolgaltatéhoz kapcsol6dé azonositdk (pl. SSO / IdP azonositd,
amennyiben ilyen beléptetés mikodik),

e profilhoz kapcsolddé alapadatok, amelyek a felhasznalé egyértelmd azonositdsat vagy a
fiok mikodtetését tamogatjak (pl. nyelvi bedllitas, id6zéna),

e adminisztrativ azonositok (pl. szerepkor, jogosultsagi szint), amennyiben a felhasznald
adminisztrativ jogosultsaggal rendelkezik.

Az azonositd adatok kezelésének céljait és jogalapjait a jelen tajékoztato 5. fejezete részletezi.
Az LMS-One Zrt. az azonosité adatokat a sziikséges mértékben kezeli, a célhoz kotottség és
adattakarékossag elvének megfelelGen.

4.2. Kapcsolattartasi adatok

A Sylora hasznalata soran — kiilénosen a felhasznaléi fiok mlkodtetése, a vasarlasi és
licencfolyamatok lebonyolitasa, a rendszerértesitések kiildése, valamint az ligyfélszolgdlat és
panaszkezelés biztositasa érdekében —az LMS-One Zrt. az aldbbi kapcsolattartasi adatokat



kezelheti (a tényleges adatkezelés a szolgaltatas hasznalatanak maodjatdl és a felhasznaloi
szerepkortdl flgg):

e-mail cim (pl. fidkhoz rendelt e-mail; értesitések és kapcsolattartas),

telefonszam (amennyiben a szolgdltatas hasznalata soran megadasra kerdl, pl.
tgyfélszolgdlati kapcsolattartas vagy biztonsagi céli megerd@sités esetén),

postai cim / levelezési cim (amennyiben megadasra kerdl, pl. szerzdéses, szamlazasi
vagy hivatalos kapcsolattartasi célbdl),

szervezeti kapcsolattartasi adatok (B2B hasznalat esetén: pl. szervezeti kapcsolattartd
neve, e-mail cime, telefonszama),

kommunikacids preferenciak (pl. értesitési beallitasok, nyelvi preferenciak, opt-in/opt-
out jelzések, amennyiben alkalmazandd).

Az LMS-One Zrt. a kapcsolattartdsi adatokat els6dlegesen a szolgaltatds nyujtasahoz, a
szerz6dés teljesitéséhez, a felhasznaldi fidk biztonsagahoz, valamint az érintetti megkeresések
kezeléséhez sziikséges mértékben kezeli. Marketing célu megkeresések esetén —amennyiben
ilyen adatkezelés torténik — a vonatkozo jogalap (tipikusan hozzajarulds) és a leiratkozas
lehetdsége kiilon kerdl biztositasra.

A kapcsolattartasi adatok kezelésének céljait és jogalapjait a jelen tdjékoztato 5. fejezete
részletezi.

4.3, Fidk- és autentikacios adatok

A Sylora biztonsagos hasznalata, a felhasznaléi fiokok védelme, valamint a jogosulatlan
hozzaférések megel&zése érdekében az LMS-One Zrt. a fiokhoz és a bejelentkezéshez
kapcsoléddan autentikacios és hozzaférés-kezelési adatokat kezelhet (a tényleges adatkezelés
a bejelentkezési megoldastdl és a biztonsagi beallitasoktol fugg).

A kezelt adatok kore jellemz6en az aldbbiakat foglalhatja magdaban:

bejelentkezési azonositdk (pl. fiockhoz rendelt e-mail cim / felhasznaldnév),

jelszéval kapcsolatos adatok: a jelszé nem keriil tarolasra olvashaté formaban; a
rendszer kizdrdlag a jelszé hitelesitéséhez sziikséges, megfelel6en védett (pl. hash-elt)
informacidkat tarol,

munkamenet- és hozzaférési adatok (pl. munkamenet-azonositd, tokenek, sitik a
bejelentkezett allapot fenntartdsahoz — a vonatkozé cookie-bedllitasok szerint),
bejelentkezési események és biztonsagi napldk (pl. sikeres/sikertelen belépések
idépontja, IP-cim, eszkoz- és bongészbjellemzik, rendellenes aktivitds jelzése),
tobbfaktoros hitelesités (MFA) adatai, amennyiben alkalmazasra keril (pl. MFA bedllitas
statusza, hitelesitési csatorna tipusa; a hitelesitési titkok kezelése a valasztott megoldas
szerint torténik),

jelszé-visszaadllitashoz és fidk-helyreallitashoz kapcsolédd adatok (pl. visszaallitasi
token, annak érvényességi ideje, biztonsagi ellenérzések nyoma),



e kiilsG azonositon alapulé beléptetéshez kapcsolddé adatok (pl. SSO / IdP azonosito,
azonositdsi tranzakcié metaadatai), amennyiben ilyen megoldas mkodik.

Ezen adatok kezelésének célja kiilondsen:

e afelhasznaldk biztonsagos azonositdsa és jogosultsagaik érvényesitése,
o afidkok védelme és a visszaélések megel&zése, felderitése,

e arendszer integritasanak és rendelkezésre alldsanak biztositasa,

e valamint az incidenskezelés és a biztonsagi vizsgalatok tamogatasa.

A fiok- és autentikacids adatok kezelésének céljait, jogalapjait és megdrzési idejét a jelen
tdjékoztatd 5. fejezete és 8. fejezete részletezi.

4.4. Tranzakcios és szamlazasi adatok

A Sylora-en torténdé vasarlasok, licencek kiosztdsa, elszamolasok, valamint a jogszabalyi
(ktlonosen szamviteli és addzasi) kotelezettségek teljesitése érdekében az LMS-One Zrt.
tranzakcids és szamlazasi adatokat kezelhet. A ténylegesen kezelt adatok kore a vasarlas
tipusatdl (B2C/B2B), a valasztott fizetési mddtdl, illetve a szamlazasi bedllitasoktdl flgg.

A kezelt adatok kore jellemzdéen az alabbiakat foglalhatja magaban:

e megrendelési adatok (pl. rendelés azonosito, rendelés id6pontja, rendelés statusza,
kosar tartalma, termék/szolgéltatdas megnevezése, darabszam, licenc tipusa és
id6tartama, kedvezmények/kuponok, bruttd/netté ar, alkalmazott afa-kulcs),

o fizetési tranzakciohoz kapcsolddo adatok (pl. tranzakcié azonositd, fizetési mad, fizetés
statusza, fizetés id6pontja, visszatérités/chargeback adatai),

e szamlazasi adatok:
o B2C esetén: szamlazasi név, szamlazasi cim (amennyiben megadasra keriil),
o B2B esetén: szervezet neve, székhelye/szamlazasi cime, adészam (amennyiben
relevans), megrendeld/képvisel6 kapcsolattartasi adatai,
e szamla és bizonylat adatok (pl. szdmla sorszama, kiallitds datuma, teljesités datuma,
fizetési hataridd, bizonylat tartalma),
o kifizetésekhez és elszamoldsokhoz kapcsolddé adatok (pl. jutalékelszamolas, kifizetési
tételek, amennyiben a Sylora modellje ilyen folyamatokat tartalmaz és ehhez személyes
adatok kezelése sziikséges),

e vasarlashoz kapcsolado uigyfélszolgalati és panaszkezelési adatok (pl. reklamacio
azonosito, vizsgdlati jegyzetek, dontés, visszatérités indoka).

A fizetési tranzakcidk soran fizetési kartyaadatokat az LMS-One Zrt. jellemz6en nem kezel és
nem tarol; a fizetési miveletek lebonyolitasat erre szakosodott, megfelel biztonsagi és
megfelelGségi kovetelményeknek megfelel§ szolgaltatd(k) végezhetik. A Sylora a fizetési
folyamatokhoz kapcsoldddan jellemzben csak a tranzakcid azonositasahoz és egyeztetéséhez
sziikséges informdacidkat (pl. tranzakcié azonositd, statusz) kapja meg és kezeli.



A tranzakcids és szamlazasi adatok kezelésének céljait és jogalapjait a jelen tajékoztato 5.
fejezete, a megdrzési id6ket pedig a 8. fejezete részletezi. A szamlazasi és bizonylati adatok
megdbrzése jogszabalyi kotelezettségen alapulhat.

4.5. Tanul3si és teljesitményadatok

A Sylora-en elérhet6 digitalis tartalmak (pl. kurzusok, modulok, tananyagok) igénybevétele
soran — a hozzaférés biztositasa, a licencfelhasznalas nyilvantartdsa, a tanulasi folyamat
tdmogatasa, valamint a teljesités igazoldsa érdekében — az LMS-One Zrt. tanulasi és
teljesitményadatokat kezelhet. A kezelt adatok kore a tartalom tipusatdl, a hozza kapcsolddo
mérési/értékelési mechanizmustdl (pl. teszt, vizsga, feladat), valamint az integracios
megoldasoktdl (pl. LMS/SSO, SCORM) fugg.

A tanulasi és teljesitményadatok jellemzGen az aldbbiakat foglalhatjak magukban:

o hozzaférési és aktivitasi adatok (pl. tananyag megnyitasa, megkezdés id6pontja, utolsé
aktivitas, tanuldssal toltott id6, tanulasi események id6bélyegei),

e el6rehaladasi adatok (pl. kurzus/modul/szekcié készultségi allapota, teljesitési statusz,
haladasi szazalék, kotelezd elemek teljesitése),

o értékelési adatok (pl. teszteredmények, pontszamok, szazalékos eredmény,
jegy/értékelés, prébalkozasok szama, vizsgaeredmények),

o teljesitési és igazolasi adatok (pl. sikeres teljesités ténye, teljesités id6pontja,
tanusitvany/oklevél kidllitasanak adatai, amennyiben alkalmazando),

¢ licencfelhasznalasi adatok tanulasi kontextusban (pl. licenc aktivaldsa, felhasznalas
stdtusza, érvényesség, hozzarendelés és visszavonas),

e tartalom-specifikus mérési adatok (pl. SCORM- vagy hasonld szabvany szerinti tanulasi
események és statuszok, amennyiben a Sylora ilyen standardok alapjan gy(jt adatokat).

A tanul3si és teljesitményadatok kezelése soran az LMS-One Zrt. torekszik arra, hogy az adatok
kezelése a célhoz kotottség és adattakarékossag elvének megfeleléen, kizardlag a szolgdltatas
nyujtasahoz és a szerz6déses kotelezettségek teljesitéséhez sziikséges mértékben torténjen.

A Sylora mUkodési modelljétdl fliigg6en a tanulasi és teljesitményadatok egy része
hozzaférhet6vé valhat:

e aszervezeti adminisztratorok szamara (B2B kdrnyezetben, a szervezet licenc- és
felhasznalaskezelési jogosultsagai szerint),

e valamint a kurzus szervez6k / tartalomszolgaltatok szamara, amennyiben a szolgéltatas
teljesitéséhez, elszamolashoz vagy a kurzus lebonyolitdsdhoz ez szlikséges, és a
hozzaférés szerz6déses és jogosultsagi keretek kozott torténik.

A tanulasi és teljesitményadatok kezelésének céljait és jogalapjait a jelen tajékoztato 5. fejezete,
a meglrzési idGket pedig a 8. fejezete részletezi.

4.6. Technikai adatok (IP, logok, eszk6zadatok)



A Sylora biztonsagos és megbizhaté mikodésének biztositasa, a szolgaltatas nyujtdsa, a hibak
elharitasa, a visszaélések megeldzése és kivizsgaldsa, valamint a teljesitmény és rendelkezésre
allas fenntartdsa érdekében az LMS-One Zrt. technikai adatokat kezelhet a Sylora haszndlata
soran.

A kezelt technikai adatok kore jellemz6en az alabbiakat foglalhatja magaban:

e |P-cim (és ahhoz kapcsolddo, dltalanos foldrajzi kovetkeztetések, amennyiben relevans),

e hozzaférési és alkalmazasnaplok (logok) (pl. kérések id6pontja, végpontok, valaszkédok,
hibakddok, rendszeresemények, jogosultsagi események),

o eszkoz- és bongészbadatok (pl. bongész6 tipusa és verzidja, operacids rendszer,
eszkoztipus, képernyéfelbontds, nyelvi beallitasok),

e munkamenet- és biztonsagi adatok (pl. session azonositéok, tokenek, biztonsagi cookie-k
— a vonatkozo beallitdsok szerint),

o halozati és teljesitményadatok (pl. késleltetés, valaszidGk, terhelési jellemzék),

¢ hibajelentések és diagnosztikai adatok (pl. kliens- vagy szerveroldali hibanapldk, stack
trace-ek, eseményazonositok),

o események és riasztasok a biztonsagi monitorozas keretében (pl. gyanus belépési
kisérletek, rendellenes aktivitas).

Ezen technikai adatok kezelése jellemz6en az alabbi célokat szolgdlja:

e aszolgdltatds mlkodtetése és karbantartasa,

e akiberbiztonsag és a jogosulatlan hozzaférések megel&zése, felderitése és kivizsgalasa,

e a hibak diagnosztizalasa és elharitasa, valamint az incidenskezelés tdmogatasa,

e aszolgaltatds minéségének, teljesitményének és rendelkezésre allasanak biztositasa,

e jogiigények érvényesitése, illetve hatdsagi megkeresések kezelése (amennyiben
alkalmazandod).

A technikai adatok kezelésének jogalapja jellemzGen a szolgaltatds nyujtasahoz f(iz6d6 jogos
érdek, illetve a szerz6dés teljesitése és/vagy jogszabalyi kotelezettség lehet; a részleteket a jelen
tdjékoztatd 5. fejezete tartalmazza. A technikai adatok meg6rzési idejét — kiilondsen a
napléallomanyok esetében — a 8. fejezet rogziti.

4.7. Kommunikaciés adatok

A Sylora hasznalata sordn — kiilénosen az ligyfélszolgdlati tdmogatas, panaszkezelés, szerz6déses
kommunikacio, rendszerértesitések, valamint a felhasznaléi megkeresések kezelése érdekében
— az LMS-One Zrt. kommunikacios adatokat kezelhet.

A kommunikacios adatok kore jellemzGen az aldbbiakat foglalhatja magaban:

o gyfélszolgalati megkeresések és valaszok (pl. bejelentés targya, lizenetvaltdsok
tartalma, csatolmanyok, az lGigyintézés statusza és idépontjai),



e panaszkezeléssel kapcsolatos adatok (pl. panasz leirdsa, kivizsgalasi jegyzetek, dontés
indokai, kapcsolédo bizonylatok),

e rendszeriizenetek és értesitések metaadatai (pl. értesités tipusa, kikiildés id6pontja,
kézbesitési statusz — a tényleges lizenettartalom jellegétdl fliggéen),

e szerzGdéses és adminisztrativ kommunikacio (pl. szolgaltatasi feltételekhez,
hozzaférésekhez, jogosultsagokhoz, szamlazashoz kapcsolodo egyeztetések),

e visszajelzések és felmérések (pl. elégedettségi kérdGivek valaszai), amennyiben ilyen
adatgydjtés torténik.

A kommunikdcids csatornak a Sylora miikodésétdl fliggben kiilénbdsen az aldbbiak lehetnek: e-
mail, a Sylora fellletén bellli Gzenetkildés (amennyiben alkalmazandd), telefonos megkeresés,
valamint hibajegykezel6 / Ugyfélszolgalati rendszer.

Az LMS-One Zrt. a kommunikaciés adatokat a célhoz kotottség elvének megfelelGen, a
sziikséges ideig kezeli. A kommunikaciés adatok megdrzési ideje fligghet az adott lgy jellegétdl
(pl. Ggyfélszolgdlati Uigyintézés, panasz, jogi igényérvényesités), valamint a kapcsolédé
jogszabalyi vagy szerz6déses kotelezettségektdl.

A kommunikdcids adatok kezelésének céljait és jogalapjait a jelen tajékoztatd 5. fejezete, a
meg6rzési id6ket pedig a 8. fejezete részletezi.

4.8. Kotelezd és dnkéntes adatok elkllonitése

A Sylora bizonyos személyes adatok megaddasat kotelezéen kéri a szolgdltatas nydjtdsahoz, mig
mas adatok megaddsa onkéntes. A kotelezd és dnkéntes adatok elkilonitésének célja az
atlathatdsag biztositdsa, valamint annak egyértelm(sitése, hogy mely adatok hianyaban a
szolgaltatas egyes részei nem vagy csak korlatozottan veheték igénybe.

Koételez6 adatok: olyan adatok, amelyek kezelése a Sylora szolgaltatas nyujtasahoz, a
felhasznaldi fidk létrehozdsahoz és fenntartasahoz, a vasarlasi és licencfolyamatok
lebonyolitasahoz, illetve a jogszabalyi kotelezettségek teljesitéséhez sziikséges. llyen lehet
kaldénosen:

e afelhasznaldi fiokhoz sziikséges alapazonositok (pl. név, felhasznaldi azonositd / e-mail
cim),

e abejelentkezéshez sziikséges adatok,

e vasarlas esetén a tranzakcio és szamlazas lebonyolitasahoz szlikséges adatok,

e B2B kornyezetben a szervezeti jogosultsagkezeléshez sziikséges adatok,

e tovabba azok az adatok, amelyek megadasat jogszabaly irja eld.

Onkéntes adatok: olyan adatok, amelyek megaddsa nem eléfeltétele a Sylora alapfunkcidinak,
azonban a felhasznaldi élmény javitdsat, a szolgaltatas személyre szabasat, vagy bizonyos
kiegészit6 funkciok igénybevételét tdmogatjak. llyen lehet kiiléndsen:

e profilhoz kapcsolddod kiegészitd informaciok,
e kommunikaciods preferencidk, beallitasok,



visszajelzések, elégedettségi felmérések valaszai,
opcionalis kapcsolattartasi adatok, amennyiben az adott folyamat nem teszi kotelezévé.

A Sylora felliletein a kdtelez6en megadandd adatok jellemz&en kiilon jelolésre kerilnek (pl. ,*”
jelolés), és a felhaszndlo tajékoztatdst kap arrdl, hogy az adott adat megaddsa milyen célbdl
sziikséges.

5. Adatkezelési célok és jogalapok (GDPR 6. cikk)

5.1. Felhasznaldi fidk létrehozasa és kezelése

Adatkezelés célja:

felhasznaldi fidk |étrehozdsa (regisztracio), aktivalasa és fenntartdsa;

az érintett azonositasa és a belépés biztositasa (ideértve a jelszavas és/vagy SSO-alapu
beléptetést, amennyiben alkalmazandd);

jogosultsagok és szerepkorok kezelése (pl. felhaszndld, vasarld, szervezeti
adminisztrator, tartalomszolgaltatéi admin);

a felhasznaldi beallitasok és preferenciak kezelése (pl. nyelv, értesitési beallitasok);

fidkbiztonsagi folyamatok (pl. jelszécsere, jelszd-visszaallitas, fiok-helyreallitas,
tobbfaktoros hitelesités — ha alkalmazott);

a fidkhoz kapcsoldddé kommunikacid és rendszerértesitések kiildése (pl. regisztracio
megerdsitése, biztonsagi értesitések, szolgaltatasi tdjékoztatdsok).

Kezelt adatok f6bb kategériai:

azonosité adatok (4.1.), kapcsolattartasi adatok (4.2.), fiék- és autentikacids adatok
(4.3.), technikai adatok (4.6.), kommunikacios adatok (4.7.);

a szolgaltatas jellegétdl fliggben egyes folyamatokban 4T adatok (4.1.) is kezelhetdk,
amennyiben azok megaddsa és kezelése a szolgaltatas nyujtadsahoz vagy
jogszabalyi/szerz6déses kotelezettségek teljesitéséhez szlikséges.

Jogalap (GDPR 6. cikk):

szerz6dés teljesitése / szerz6déskotést megel5z6 lépések (GDPR 6. cikk (1) b) pont): a
felhasznaldi fidk létrehozdsa és mikodtetése a szolgaltatas nyujtasanak alapfeltétele;
jogos érdek (GDPR 6. cikk (1) f) pont): a fiokok és a platform biztonsaganak fenntartdsa,
visszaélések megel6zése és kivizsgaldsa, valamint a szolgaltatas integritdsanak védelme;
hozzdajarulas (GDPR 6. cikk (1) a) pont): kizdrdlag azon esetekben, amikor a fidkhoz
kapcsoléddan olyan kiegészit6 funkciéd miikodik, amely jogszabaly szerint hozzajarulast
igényel (pl. opcionalis értesitések, marketing céld kommunikacio).

Kotelez6 vagy 6nkéntes adatszolgaltatas, kovetkezmények:



e afidk |étrehozasahoz és hasznalatahoz szlikséges alapadatok megaddsa kotelezd; ezek
hidnydban a fiok nem hozhato létre, illetve a szolgdltatas nem vagy csak korlatozottan
vehetd igénybe;

e az opcionalis adatok megaddsa 6nkéntes, hidnyuk a szolgdltatas alapfunkcidinak
igénybevételét jellemz&en nem érinti.

Cimzettek / hozzaférés:

e az adatokhoz az LMS-One Zrt. felhatalmazott munkavallaléi és megbizottjai (pl.
Uzemeltetés, Ggyfélszolgalat) a sziikséges mértékben férhetnek hozz3;

e az adatkezel6 adatfeldolgozdkat vehet igénybe (2.3—-2.5.), kiiléndsen tarhely és
infrastruktura, Gzemeltetés/monitoring, valamint lGizenetkiildési szolgaltatasok kérében.

Megdlrzési id6:
e amegdlrzési elveket és konkrét id6tartamokat a 8. fejezet tartalmazza; jellemzGen a fidk

fennallasaig, illetve a fiok megszilinését kovetben a jogi igények érvényesitéséhez,
elszdmolhatdsaghoz és biztonsagi célokhoz szlikséges ideig.

5.2. Sylora mikodtetése

Adatkezelés célja:

e a Sylora alapfunkcidinak biztositdsa és Gizemeltetése (pl. tartalmak elérése, licenc-
hozzaférések kezelése, jogosultsagok érvényesitése, tranzakcids folyamatok technikai
tdmogatasa);

e aszolgdltatas min&ségének, stabilitdsanak és rendelkezésre alldsanak biztositasa (pl.
hibakezelés, karbantartasok, kapacitas- és teljesitménymenedzsment);

e informatikai és informacidbiztonsagi célok (pl. hozzaférés-szabalyozas, napldzas,
incidenskezelés, csaldasmegel§zés, kiberbiztonsagi események detektaldsa);

e aszolgdltatas fejlesztése és miikodésének optimalizalasa (pl. anonim/aggregalt
statisztikdk készitése, teljesitmény- és haszndlati elemzések).

Kezelt adatok f6bb kategériai:

e technikai adatok (4.6.), fiok- és autentikacids adatok (4.3.), azonosité és jogosultsagi
adatok (4.1.), kommunikacids adatok (4.7.);

e amennyiben a Sylora analitikai vagy statisztikai eszkdzdket alkalmaz, gy az ezzel
Osszefligg6 adatkezelés feltételeit (kiilondsen cookie-k, azonositdk) a 12. fejezet és a
kapcsolédo Cookie Policy részletezi.

Jogalap (GDPR 6. cikk):

e szerzGdés teljesitése (GDPR 6. cikk (1) b) pont): a szolgdltatdas mikodtetése és az
alapfunkcidk nyujtasa;



e jogos érdek (GDPR 6. cikk (1) f) pont): a Sylora biztonsagos (izemeltetése, a visszaélések
megel&zése, a szolgaltatds minGségének és rendelkezésre allasanak fenntartasa,
valamint a rendszerek védelme;

e jogszabalyi kotelezettség (GDPR 6. cikk (1) c) pont): amennyiben egyes lizemeltetési
vagy napldzasi kotelezettségek teljesitése jogszabdly alapjan sziikséges (pl. hatdsagi
megkeresés teljesitése, bizonyos nyilvantartasi kotelezettségek).

Cimzettek / hozzaférés:

e az LMS-One Zrt. felhatalmazott munkavallaléi és megbizottjai, valamint a sziikséges
kdrben adatfeldolgozék (2.3—-2.5.);

e atdrhely- és infrastruktura-szolgaltatd a Microsoft Azure (Germany régio) (2.5.).
Megdlrzési id6:

e atechnikai napldk és diagnosztikai adatok megGrzése a 8. fejezetben meghatdrozott
id6tartamig torténik, figyelembe véve a biztonsagi, hibakezelési és elszamoltathatdsagi
célokat.

5.3. Vasarlas, licencelés, szamlazas
Adatkezelés célja:

e avasarlasi folyamat lebonyolitdsa (megrendelés, fizetés, visszaigazolasok);

e adigitalis hozzaférések és licencek létrehozasa, kiosztasa, aktivalasa, nyilvantartasa és
érvényesitése;

e szamla és egyéb bizonylatok kiallitasa, megktildése, archivalasa;

e visszatéritések, reklamaciok, chargeback/vis maior jellegl pénziigyi vitdk kezelése;

e atranzakcidokhoz kapcsolodé csalasmegel6zés és biztonsagi ellendrzések;

e B2B esetben a szervezeti beszerzésekhez kapcsolddd jogosultsagi és licencgazdalkodasi
folyamatok tdmogatdsa.

Kezelt adatok fébb kategoriai:

e tranzakcids és szamlazasi adatok (4.4.), azonosité adatok (4.1.), kapcsolattartasi adatok
(4.2.), technikai adatok (4.6.), kommunikacios adatok (4.7.);

e B2B esetén a szervezeti kapcsolattartéi és jogosultsagi adatok (4.1-4.2.).

Jogalap (GDPR 6. cikk):

a4

o szerzGdés teljesitése / szerz6déskotést megel6z6 Iépések (GDPR 6. cikk (1) b) pont): a
megrendelés teljesitése, a hozzaférések és licencek biztositdsa, Ggyfélkapcsolati
kotelezettségek;

e jogszabalyi kotelezettség (GDPR 6. cikk (1) c) pont): szamlazasi, szamviteli és addzasi
kotelezettségek teljesitése, bizonylatok megbrzése, hatdsagi megkeresések teljesitése;



jogos érdek (GDPR 6. cikk (1) f) pont): csaldsmegelGzés, visszaélések kivizsgalasa, jogi

igények érvényesitése, vitds ligyek kezelése és az elszamoltathatdsag biztositdsa.

Kotelez6 vagy 6nkéntes adatszolgaltatas, kovetkezmények:

a vasarlas lebonyolitdsdhoz és a szamlazdshoz sziikséges adatok megaddsa kotelezd;
ezek hianyaban a tranzakcié nem teljesithetd;

opcionalis adatok (pl. bizonyos kapcsolattartasi preferenciak) megadasa 6nkéntes, a
vasarlas teljesitését jellemz6en nem érinti.

Fizetési adatok kezelése:

az LMS-One Zrt. a fizetési tranzakcidk soran fizetési kartyaadatokat jellemzéen nem
kezel és nem tarol; a fizetési mlveleteket erre szakosodott szolgaltatd(k) bonyolithatjak
le.

a Sylora a fizetéshez kapcsoldddan tipikusan csak a tranzakcié azonositdsahoz és
egyeztetéséhez sziikséges adatokat (pl. tranzakcié-azonositd, statusz, 6sszeg) kezeli.

Cimzettek / hozzaférés:

az LMS-One Zrt. felhatalmazott munkavallaléi és megbizottjai (pl. pénziigy,
Ugyfélszolgdlat) a sziikséges mértékben;

adatfeldolgozdk (2.3-2.5.) — kiilondsen tarhely/infrastruktdra (Microsoft Azure —
Germany régio), fizetési és szamlazasi folyamatokat tdmogato szolgaltatok, valamint
ugyfélszolgdlati rendszerek (amennyiben alkalmazandd);

adott esetben a kurzus szervez6k / tartalomszolgaltaték a teljesitéshez és elszamolashoz
szlikséges korben férhetnek hozza a licenc- és teljesitési informacidkhoz (a 15.
fejezetben részletezett szerep- és felel6sségi modell szerint).

MegdGrzési id6:

a szamldzasi és bizonylati adatok megérzése jellemzben jogszabalyi kotelezettségen
alapul; a konkrét megérzési id6ket a 8. fejezet rogziti;

a tranzakcids és vitakezelési adatok megérzése a jogi igények érvényesitéséhez és az
elszdmoltathatdsaghoz sziikséges ideig torténhet (8. fejezet).

5.4. Tanulasi folyamat és el6rehaladas mérése

Adatkezelés célja:

a digitalis tananyagokhoz/kurzusokhoz kapcsolédé hozzaférés biztositasa és a tanulasi
folyamat tdmogatasa;

a tanulasi események, el6rehaladas és teljesités nyilvantartasa (pl. kdtelezé elemek
teljesitése, tanusitvany feltételeinek ellenérzése);

értékelési folyamatok tamogatdsa (pl. tesztek, vizsgak, feladatok eredményeinek
kezelése);



B2B kornyezetben a szervezeti licencfelhasznalas és tanuldsi statuszok transzparens
kezelése a szervezeti adminisztracidé szamara (a hozzaférési jogosultsagok keretei
kozott);

a szolgaltatas mingségének fejlesztése és optimalizalasa (jellemz6en anonim/aggregalt
formaban).

Kezelt adatok f6bb kategoriai:

tanuldsi és teljesitményadatok (4.5.), azonosito és jogosultsagi adatok (4.1.), technikai
adatok (4.6.), kommunikacidés adatok (4.7.);

tartalom-specifikus mérési adatok (pl. SCORM események/statuszok), amennyiben ilyen
integracio mikaodik (4.5.).

Jogalap (GDPR 6. cikk):

szerz6dés teljesitése (GDPR 6. cikk (1) b) pont): a szolgaltatas |ényegi része a hozzaférés
biztositasa és a teljesités/el6rehaladas nyilvantartdsa;

jogos érdek (GDPR 6. cikk (1) f) pont): a szolgaltatds minGségének, biztonsaganak és
elszamoltathatdsaganak biztositdsa, vitas helyzetek kezelése, valamint — megfelel6
garanciak mellett — a mikodés optimalizalasa (kiilondsen anonim/aggregalt elemzések);

jogszabalyi kotelezettség (GDPR 6. cikk (1) c) pont): amennyiben egyes tanulasi adatok
kezelése jogszabalyi adatszolgaltatasi/nyilvantartasi kotelezettség teljesitéséhez
sziikséges (pl. képzéshez kapcsolddd kotelezb nyilvantartdsok), a konkrét esetek a
vonatkozo folyamatleirdsokban kertlilnek részletezésre.

Kotelez6 vagy onkéntes adatszolgaltatas, kovetkezmények:

a tanulasi folyamat nyilvantartasahoz sziikséges adatok kezelése a szolgaltatas
nyujtasanak része; ezek hidnydban a hozzaférés, el6rehaladas-nyilvantartas és teljesités
igazolasa nem biztosithato;

opcionalis elemek (pl. 6nkéntes visszajelzések) hidnya a tanulasi hozzaférést jellemzéen
nem érinti.

Cimzettek / hozzaférés:

az LMS-One Zrt. felhatalmazott munkavallaléi és megbizottjai (pl. Gzemeltetés,
Ugyfélszolgdlat) a sziikséges mértékben;

B2B kdrnyezetben a szervezeti adminisztratorok a szervezetiikhoz tartozé felhaszndldk
tanulasi statuszaihoz és licenceihez a jogosultsagi beallitasok szerint férhetnek hozz3;
kurzus szervez6k / tartalomszolgaltatok a szolgdltatas teljesitéséhez, elszamolashoz vagy
kurzuslebonyolitashoz sziikséges korben férhetnek hozza (a 15. fejezetben részletezett
szerep- és felelGsségi modell szerint);

adatfeldolgozdk (2.3-2.5.), kiilén6sen tarhely/infrastruktira (Microsoft Azure — Germany
régio) és Uzemeltetési/monitoring szolgaltatok.

Mego0rzési ido:



e atanuldsi és teljesitményadatok megbrzési elveit és konkrét id6tartamait a 8. fejezet
hatarozza meg; jellemz6en a hozzaférés/kurzus érvényességéhez, licenc-elszamolashoz,
tanusitvany-igazolhatdsaghoz és jogi igényérvényesitéshez sziikséges ideig.

5.5. Ugyfélszolgdlat és panaszkezelés
Adatkezelés célja:

o (igyfélszolgdlati megkeresések fogadasa, nyilvantartasa és megvalaszolasa;
technikai és felhasznaldi tdmogatas nydjtasa (hibabejelentések, jogosultsagi problémak,
fiokkezelés tdmogatasa);

panaszok kivizsgalasa és megvalaszolasa, sziikség esetén visszatéritések/kompenzaciok
kezelése;

e min@ségbiztositds és a szolgaltatas fejlesztése (jellemz&en anonim/aggregalt formaban);
e jogiigények kezelése és az elszamoltathatdsag biztositasa vitas lgyekben.

Kezelt adatok f6bb kategériai:

e kommunikdcids adatok (4.7.), azonosité adatok (4.1.), kapcsolattartasi adatok (4.2.),
tranzakcioés adatok (4.4.) és technikai adatok (4.6.) — a bejelentés jellegétdl fliggben;

e csatolmanyokban megadott vagy a megkeresésben szerepl6 egyéb személyes adatok,
amennyiben az érintett ilyeneket megoszt.

Jogalap (GDPR 6. cikk):

o szerzGdés teljesitése (GDPR 6. cikk (1) b) pont): a szolgdltatds nyujtdsahoz kapcsolédd
tdmogatas és lgyintézés;

e jogos érdek (GDPR 6. cikk (1) f) pont): minGségbiztositas, visszaélések kivizsgaldsa, vitas
Ugyek kezelése, jogi igények érvényesitése;

e jogszabalyi kotelezettség (GDPR 6. cikk (1) c) pont): amennyiben fogyasztévédelmi vagy
egyéb, panaszkezelést érint6 kotelezettség alkalmazando.

Kotelez6 vagy 6nkéntes adatszolgaltatas, kovetkezmények:

e amegkeresés érdemi kivizsgaldsahoz és megvalaszoldsahoz sziikséges adatok megadasa
sziikséges; ezek hidnydban az ligyintézés korlatozott lehet;

e amegkeresésben dnkéntesen megadott tovabbi adatok megadasa nem kotelezé.
Cimzettek / hozzaférés:

e az LMS-One Zrt. felhatalmazott munkavallaléi és megbizottjai (pl. Ggyfélszolgdlat,
Uzemeltetés, pénzigy, jogi/megfelelGségi funkcid) a sziikséges mértékben;

e adatfeldolgozdk (2.3-2.5.), kiléndsen ugyfélszolgalati/ticketing rendszerek,
kommunikacids szolgaltatok és tarhely/infrastruktura.

Megd6rzési id6:



e az ligyfélszolgalati és panaszkezelési ligyek dokumentacidjat az LMS-One Zrt. a 8.
fejezetben meghatdarozott id6tartamig kezeli; a meg6rzési id6 fligghet az ligy jellegétdl,
jogi igényérvényesitési igénytdl, valamint jogszabalyi kotelezettségektdl.

5.6. Jogszabalyi kotelezettségek teljesitése

Adatkezelés célja:

e az LMS-One Zrt.-t terhel6 jogszabalyi kotelezettségek teljesitése, ideértve kiilonosen:
o szamviteli, adbzasi és bizonylat-megdrzési kotelezettségek;
o hatdsagi megkeresések, adatszolgaltatasok és jogszabdlyon alapuld ellenérzések
kezelése;
o fogyasztévédelmi, panaszkezelési, illetve a szolgdltatas jellegébdl fakado kotelezé
nyilvantartdsi/adatszolgaltatasi kotelezettségek (amennyiben alkalmazandd);

o adatvédelmi megfelel§ségi kotelezettségek teljesitése (pl. incidensnyilvantartas,
érintetti kérelmek kezelése, elszamoltathatésag).

Kezelt adatok f6bb kategoriai:

e az adott kotelezettség teljesitéséhez sziikséges korben barmely relevans adatkategoria
érintett lehet, kiilbnosen:

o tranzakcids és szamlazasi adatok (4.4.),
azonositd és kapcsolattartasi adatok (4.1-4.2.),

o kommunikaciés adatok (4.7.),
o technikai napldk és biztonsagi adatok (4.6.),
o tanuldsi és teljesitményadatok (4.5.) —amennyiben jogszabalyi

nyilvantartds/adatszolgaltatas ezt megkoveteli.
Jogalap (GDPR 6. cikk):
e jogszabalyi kotelezettség teljesitése (GDPR 6. cikk (1) c) pont).
Kotelez6 vagy onkéntes adatszolgaltatds, kovetkezmények:

e ajogszabadlyon alapulé adatkezelések esetén az adatok kezelése kotelezd; az érintett
adatszolgdltatasanak hidnya vagy pontatlansaga a szolgaltatas nyujtdsat korlatozhatja,
illetve jogkdvetkezményekkel jarhat.

Cimzettek / hozzaférés:

e az LMS-One Zrt. felhatalmazott munkavallaléi és megbizottjai (pl. pénzigy,
megfelel6ség, jogi teriilet) a szlikséges mértékben;

o illetékes hatdsagok és egyéb szervek, amennyiben a megkeresés jogszabalyon alapul;

e adatfeldolgozdk (2.3—2.5.) a jogszabalyi kotelezettség teljesitéséhez sziikséges technikai
és adminisztrativ tdmogatas korében.

Megd6rzési id6:



e az adatokat az LMS-One Zrt. a vonatkozo jogszabalyok altal elGirt id6tartamig, illetve a 8.
fejezetben meghatdrozott megérzési rend szerint kezeli.

5.7.Jogos érdek érvényesitése

Az LMS-One Zrt. a Sylora miikddtetése soran bizonyos adatkezeléseket jogos érdek alapjan
végezhet (GDPR 6. cikk (1) f) pont), amennyiben az adatkezel§ vagy harmadik fél jogos érdeke
érvényesitése sziikséges, és ezzel szemben az érintett jogai és szabadsdgai nem élveznek
els6bbséget.

Tipikus jogos érdekii adatkezelési célok (példalézo jelleggel):

e informatikai és informacidbiztonsag, visszaélések megel&zése és kivizsgalasa (pl.
jogosulatlan hozzaférési kisérletek, csaldsgyanus tranzakcidk),

e aszolgdltatas integritasanak és rendelkezésre allasanak biztositasa (pl. napldzas,
incidenskezelés, hibakeresés),

e jogiigények érvényesitése, bizonyitas és vitas ligyek kezelése (pl. koveteléskezelés,
jogvita, hatdsagi eljarasban torténd egyittmdikodés),

e belsé m(ikodés és min&ségbiztositas, a szolgdltatas fejlesztése (kiilonosen
anonim/aggregalt formaban, amennyiben lehetséges),

e korlatozott kérben a szervezeti (B2B) ligyfelek jogos érdekeinek tdmogatasa (pl.
licencfelhasznalds atlathatdsdga, jogosultsagkezelés), kizardlag a szerz6déses és
jogosultsagi keretek kozott.

Garancidk és érdekmérlegelés:

e Az LMS-One Zrt. jogos érdek jogalap alkalmazdsa esetén minden esetben elvégzi a
szlikségesség és aranyossag vizsgalatat, és —amennyiben indokolt — jogos érdek
mérlegelési tesztet (LIA) készit.

e Ajogos érdek(l adatkezeléseket az LMS-One Zrt. a célhoz kotottség, adattakarékossag és
elszamoltathatésag elveinek megfelel6en, megfelel6 technikai és szervezési
intézkedésekkel (pl. hozzaférés-korlatozas, napldzas, titkositas, jogosultsagi
felllvizsgalat) tamogatja.

e Amennyiben a cél elérhetd személyes adatok kezelése nélkiil, vagy kisebb adatvédelmi
kockazattal jaré médon, az LMS-One Zrt. ilyen megoldast alkalmaz (pl. anonimizalas,
aggregalas).

Erintetti jogok — tiltakozas:

Az érintett jogosult arra, hogy a jogos érdek jogalapon alapuld adatkezelés ellen tiltakozzon
(GDPR 21. cikk). Tiltakozas esetén az LMS-One Zrt. az adatkezelést megsziinteti, kivéve, ha
bizonyitja, hogy az adatkezelést olyan kényszerit6 erejl jogos okok indokoljak, amelyek
els6bbséget élveznek az érintett érdekeivel, jogaival és szabadsagaival szemben, vagy amelyek
jogi igények elGterjesztéséhez, érvényesitéséhez vagy védelméhez kapcsolddnak. A részletes
eljards a 9.7. és a 10. fejezetben talalhato.



5.8. Hozzdjarulason alapuld adatkezelések

Az LMS-One Zrt. a Sylora keretében kizardlag azokban az esetekben tamaszkodik hozzajarulasra
(GDPR 6. cikk (1) a) pont), amikor a vonatkozd jogszabdlyi kornyezet ezt megkdveteli, vagy
amikor az adatkezelés nem sziikséges a szerz6dés teljesitéséhez és nem tdmaszthato ala mas
megfelel6 jogalappal.

Tipikus hozzajarulason alapulé adatkezelések (példalézé jelleggel):

elektronikus direkt marketing célu megkeresések (pl. hirlevél, promdcids ajanlatok),
amennyiben ilyen szolgdltatds mikodik;

nem sziikséges cookie-k és hasonldé technoldgidk (pl. analitikai, marketing cookie-k)
alkalmazasa, amennyiben az ePrivacy szabalyok alapjan hozzdajarulas sziikséges;
opcionalis, nem alapfunkciéhoz kot6d6 személyre szabdsi vagy kényelmi funkcidk (pl.
egyes értesitési csatorndk, opciondlis profilmezék), amennyiben ezekhez hozzajarulas az
alkalmazott jogi értékelés alapjan indokolt;

onkéntes felmérések, visszajelzések gyljtése, amennyiben az adatkezelés nem
tdmaszthato ala mas jogalappal.

A hozzdajarulas kovetelményei és kezelése:

A hozzajaruldsnak onkéntesnek, konkrétnak, megfeleld tdjékoztatdson alapulénak és
egyértelmlinek kell lennie. A hozzajarulast az LMS-One Zrt. dokumentalja, és lehetdséget
biztosit annak igazoldsara.

A hozzajarulds barmikor, indokolas nélkiil visszavonhatd; a visszavonas nem érinti a
visszavonas elGtti adatkezelés jogszer(iségét.

A hozzdjarulds visszavonasanak madjat (pl. leiratkozas link, beallitasok fellilet, cookie-
kezel6 eszkdz) az LMS-One Zrt. a Sylora fellletein biztositja. A részletes eljaras a 9.8. és a
10. fejezetben, a cookie-k esetén a 12. fejezetben taldlhaté.

Jogalap—cél matrix (attekint6 tablazat)

Az alabbi tablazat 6sszefoglald jelleggel mutatja be a Sylora miikodése soran megvaldsuld fébb
adatkezelési célokat és az azokhoz rendelt els6dleges jogalapokat a GDPR 6. cikke alapjan. A
tablazat az atlathatdsagot és az érintetti tdjékozddast szolgalja; az egyes adatkezelések részletes
leirasat a jelen tajékoztatd vonatkozé pontjai tartalmazzak.

Kezelt
Kapcsolddod adatkategodriak Jogalap (GDPR 6.
Adatkezelési cél  fejezet (hivatkozas) cikk) Megjegyzés
Felhasznaldi fick 5.1 4.1,4.2,4.3,4.6, 6(1)(b), 6(1)(f), Alapfunkcio;
létrehozdsa és 4.7 esetenként biztonsagi
kezelése 6(1)(a) céloknal jogos

érdek

Platform 5.2 4.1,4.3,4.6,4.7 6(1)(b), 6(1)(f), Biztonsag,



Adatkezelési cél
alapmdkodtetése
és lizemeltetése
Vasarlas,
licencelés,
szamldzas
Tanulasi
folyamat és
el6rehaladas
mérése
Ugyfélszolgalat
és panaszkezelés

Jogszabalyi
kotelezettségek
teljesitése

Jogos érdek
érvényesitése
Hozzajarulason

alapuld
adatkezelések

Kapcsolddd
fejezet
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5.4

5.5

5.6

5.7

5.8

Kezelt
adatkategoriak
(hivatkozas)

4.1,4.2,4.4,4.6,
4.7

4.1,4.5,4.6,4.7

4.1,4.2,4.4,4.6,
4.7

relevans 4.x
adatok

relevans 4.x
adatok

4.2,4.6,4.7
(esetenként)

Jogalap (GDPR 6.
cikk)

esetenként
6(1)(c)

6(1)(b), 6(1)(c),
6(1)(f)

6(1)(b), 6(1)(f),
esetenként
6(1)(c)

6(1)(b), 6(1)(f),
esetenként
6(1)(c)

6(1)(c)

6(1)(f)

6(1)(a)

Megjegyzés
rendelkezésre
allas

Szamviteli
kotelezettségek

Oktatdsi/elszamo
lasi célok

Fogyasztovédelm
i kotelezettségek

Hatdsagi,
szamviteli,
adatvédelmi
kotelezettségek

LIA elvégzése
sziikséges

Barmikor
visszavonhato

A jogalap—cél matrix nem érinti az érintettek jogainak gyakorlasat, és nem korlatozza az LMS-
One Zrt. azon kotelezettségét, hogy egyedi esetekben az adatkezelések jogszerliségét
részletesen igazolja (elszamoltathatésag elve).

6. Automatizalt dontéshozatal és profilalkotas

6.1. Alkalmazott-e a platform automatizalt dontést

A Sylora m(ikddése soran az LMS-One Zrt. nem alkalmaz a GDPR 22. cikke szerinti, kizarélag
automatizalt adatkezelésen alapulé dontéshozatalt, amely az érintettre nézve joghatdssal jarna
vagy 6t hasonléképpen jelent6s mértékben érintené.

A platformon megvaldsuld adatkezelések — ideértve kiilonodsen a hozzaférések biztositasat, a
licencallapotok kezelését, a tanulasi el6rehaladas nyilvantartasat, valamint az értékelési
eredmények rogzitését — nem eredményeznek olyan automatikus déntést, amely 6nmagaban
jogi kovetkezménnyel jarna az érintettre nézve (pl. szerz6déskotés megtagadasa, jog

elvesztése).



6.2. Profilalkotds célja és logikdja

A Sylora a GDPR 4. cikk (4) pontja szerinti profilalkotast kizardlag korlatozott korben, tamogaté
jelleggel alkalmazhat, els6sorban az alabbi célokbdl:

e atanuldsi folyamat tamogatdsa és atlathaté megjelenitése (pl. elérehaladas, teljesitési
statusz);

e alicencfelhaszndlas és jogosultsagok kezelésének biztositasa;

e aszolgdltatas mikodésének és mindségének fejlesztése (jellemzéen anonim vagy
aggregalt adatok alapjan);

e statisztikai és riportalasi célok B2B kornyezetben (pl. szervezeti szintl kimutatasok).

A profilalkotas logikaja nem terjed ki az érintett személyes jellemz8inek mélyebb elemzésére
vagy el6rejelzésére (pl. viselkedési, teljesitmény- vagy alkalmassagi predikcidk készitésére), és
nem irdnyul automatizalt értékitélet vagy minGsités meghozataldra az érintett
vonatkozasaban.

6.3. Erintetti jogok biztositasa

Amennyiben a Sylora keretében profilalkotds valésul meg, az LMS-One Zrt. biztositja az
érintettek szamara a GDPR-ban meghatarozott jogok gyakorlasat, kilonosen:

e az adatkezelésrdl és a profilalkotds tényérél sz616 megfelel6 tajékoztatast;

e az érintett jogosultsagat arra, hogy az adatkezeléssel kapcsolatban kérdést tegyen fel
vagy kiegészitd informaciot kérjen;

e ajogos érdek jogalapon végzett adatkezelések esetén a tiltakozashoz valé jog
gyakorldsat (GDPR 21. cikk);

e a hozzdjarulason alapuld adatkezelések esetén a hozzajarulas barmikori visszavonasanak
lehetGségét.

Az érintetti jogok gyakorlasanak részletes szabadlyait a jelen tdjékoztatd 9. fejezete, az eljarasi
rendet pedig a 10. fejezet tartalmazza.

6.4. Emberi beavatkozas lehet6sége

A Sylora mUikodése soran az LMS-One Zrt. biztositja, hogy az érintettek szdamdara emberi
beavatkozas és feliilvizsgalat lehetdsége rendelkezésre alljon minden olyan esetben, amikor az
érintett ugy itéli meg, hogy az adatkezelés vagy annak eredménye ra nézve hatranyos.

Az érintett jogosult arra, hogy:

e kérje az adott adatkezelési folyamat ember altali attekintését;
e dllaspontjat kifejtse és kiegészit6 informacidkat szolgaltasson;
e vitassa az adatkezelés eredményét vagy annak kovetkezményeit.



Az ilyen megkereséseket az LMS-One Zrt. minden esetben érdemben megvizsgdlja, és azokat
nem kizarélag automatizalt médon kezeli. Az emberi beavatkozas és fellilvizsgalat gyakorlasanak
modja a 10. Joggyakorlas modja fejezetben keriil részletezésre.

7. Adattovabbitasok
7.1. Adattovabbitas cimzettjei

A Sylora m(ikodése soran az LMS-One Zrt. személyes adatokat kizarélag meghatdrozott célbdl, a
sziikséges mértékben és jogszerlien tovabbit harmadik felek részére. Az adattovabbitas
cimzettjei jellemzen az aldbbi kategdridkba sorolhatoék:

e adatfeldolgozok, akik az LMS-One Zrt. nevében és utasitdsai szerint jarnak el (pl. tarhely-
és infrastruktura-szolgaltato, Gzemeltetési és monitoring szolgaltatdk, kommunikacids és
Ugyfélszolgdlati rendszerek, fizetési és szamlazasi folyamatokat tamogaté szolgaltatok);

o kozos adatkezel6k, amennyiben az adott adatkezelési folyamat céljait és eszkozeit az
LMS-One Zrt. mas szervezettel k6z6sen hatarozza meg (pl. kurzus szervezék /
tartalomszolgdltatok bizonyos tanulasi és teljesitési adatok tekintetében);

e 06nallé adatkezelGk, akik részére adattovabbitas jogszabalyi kotelezettség vagy az
érintett kifejezett kérése alapjan torténik (pl. hatésagok, birédsagok, konyvvizsgald, jogi
képviseld).

Az LMS-One Zrt. minden esetben biztositja, hogy az adattovabbitas jogalapja, célja és
terjedelme 6sszhangban alljon a GDPR elGirdsaival, valamint az adattovabbitasrdl az érintettek a
jelen tajékoztato keretében megfelels tajékoztatast kapjanak.

7.2. Harmadik orszagba torténd adattovabbitas

Az LMS-One Zrt. alapelve, hogy a Sylora keretében kezelt személyes adatok feldolgozasa és
taroldsa els6dlegesen az Eurdpai Unidn beliil, illetve az Eurépai Gazdasagi Térség teriiletén
torténjen.

A Sylora miikodése soran el6fordulhat azonban, hogy egyes adatfeldolgozdk vagy al-
adatfeldolgozék — kiilénosen globalis technoldgiai szolgaltatok esetében — harmadik orszagban
(az Eurdpai Unidn és az Eurépai Gazdasagi Térségen kiviil) rendelkeznek székhellyel vagy
végeznek bizonyos tdmogatd tevékenységeket (pl. technikai tdmogatads, biztonsagi felligyelet).

Harmadik orszagba torténé adattovabbitds kizardlag az alabbi feltételek valamelyikének
fennallasa esetén torténhet:

e az Eurdpai Bizottsag az adott harmadik orszag tekintetében megfelel6ségi hatarozatot
hozott; vagy

e az LMS-One Zrt. és az érintett szolgaltato kozott a GDPR 46. cikke szerinti megfelel6
garanciak kertilnek alkalmazasra (pl. altaldnos szerzédési feltételek — SCC); vagy

e a GDPR 49. cikke szerinti kivételes esetek valamelyike alkalmazandé.



7.3. Alkalmazott garancidk (SCC, TIA)

Amennyiben a Sylora m(ikodése soran harmadik orszagba torténd adattovabbitasra keril sor, az
LMS-One Zrt. a GDPR V. fejezetének megfelel6en megfelel6 garancidkat alkalmaz a személyes
adatok védelme érdekében.

Az alkalmazott garanciak kiilondsen az alabbiakat foglalhatjak magukban:

e az Eurdpai Bizottsag altal elfogadott altaldnos szerz6dési feltételek (Standard
Contractual Clauses — SCC) alkalmazasa az adattovabbitds jogi alapjaként;

e az adattovabbitdssal 6sszefliggésben adatatviteli hatasvizsgalat (Transfer Impact
Assessment — TIA) elvégzése, amely értékeli a harmadik orszag jogrendszerébdl fakadd
kockazatokat;

o sziikség esetén kiegészitd technikai és szervezési intézkedések alkalmazasa (pl.
titkositas, kulcskezelés, hozzaférés-korlatozas, pszeudonimizalas).

Az LMS-One Zrt. rendszeresen felllvizsgalja a harmadik orszagba iranyulé adattovabbitasokat és
az alkalmazott garancidk megfelel6ségét, kiilonos tekintettel az Eurdpai Unid Birésaganak és az
Eurdpai Adatvédelmi Testiiletnek az irdnymutatdasaira.

7.4. Sylora-en bellili adattovabbitasi modellek

A Sylora tobbszerepl6s mikodési modellje alapjan az adatdaramlds nem kizarélag az LMS-One
Zrt. és az érintett kozott valdsulhat meg, hanem — a szolgaltatas jellegétél fliggben — a
platformon belll mds szerepl6k iranyaba is torténhet adattovabbitas.

Az ilyen adattovabbitasi modellek jellemzéen az aldbbi esetekben fordulhatnak el6:

e kurzus szervezé / tartalomszolgaltatoé felé torténé adattovabbitas, amennyiben a
szolgaltatas teljesitéséhez, a tanuldsi folyamat lebonyolitasahoz, az elszdmoldshoz vagy a
tanusitas igazoldsahoz sziikséges (pl. tanulasi statusz, teljesités ténye);

e szervezeti (B2B) adminisztratorok felé torténé adattovabbitas, a szervezethez tartozo
felhasznaldk licencfelhasznaldsanak és tanulasi el6rehaladdsanak nyomon kovetése
érdekében, kizardlag a jogosultsagi beallitasok és szerz6déses keretek szerint;

e platformon beliili funkcionalis adataramlds, amely a kiilonb6z6 modulok és integracidk
mUikodéséhez sziikséges (pl. licenckezelés, tanulasi modulok, riportalas).

Az LMS-One Zrt. biztositja, hogy a Sylora-en belili adattovabbitasok:

e el6re meghatarozott célhoz kototten,

e aszikséges legkisebb adattartalommal,

e megfelel6 jogosultsagkezelés és naplézas mellett,
e valamint szerz6déses és jogi keretek kdzott

valdsuljanak meg. A részletes szerep- és felelGsségi megosztast a jelen tdjékoztatd 15. fejezete
tartalmazza.



8. AdatmegOrzési id6k

8.1. Adatmegdrzési elvek

Az LMS-One Zrt. a Sylora keretében kezelt személyes adatokat kizardlag a GDPR 5. cikk (1) e)
pontjaban rogzitett korlatozott tarolhatosag elvének megfelel6en, a meghatarozott
adatkezelési célok eléréséhez szlikséges ideig kezeli.

Az adatmeg@rzési id6 meghatarozasa soran az LMS-One Zrt. kilonosen az aldbbi szempontokat

veszi figyelembe:

e az adatkezelés céljat és jogalapjat;

e aszolgdltatas jellegét és id6tartamat (pl. felhasznaloi fidk fennallasa, licenc

érvényessége);

e avonatkozo jogszabalyi kotelezettségeket (kiilondsen szamviteli, addzasi és
fogyasztovédelmi elGirdsokat);

e ajogiigények érvényesitéséhez és védelméhez f(iz6d6 jogos érdekeket (pl. eléviilési

id6k);

e valamint az adatbiztonsagi és elszamoltathatdsagi kovetelményeket.

Amennyiben a személyes adatok kezelése jogszabdlyon alapuld kotelezettség teljesitéséhez
szlikséges, az adatmegGrzési id6t az adott jogszabaly hatdrozza meg. Egyéb esetekben az
adatokat az LMS-One Zrt. az adatkezelési cél megsz(inését kovetden haladéktalanul torli vagy
anonimizalja, kivéve, ha tovdbbi megbrzés jogszabalyi vagy jogos érdekbdl indokolt.

8.2. Konkrét megdrzési id6k adatfajtanként

Az alabbi tablazat a Sylora m(ikodése soran jellemzGen kezelt adatkategdridkhoz kapcsolodéd
minimalisan indokolt és jogszabalyokon alapulé megdrzési idéket tartalmazza:

Adatkategoria

Megdrzési id6

Jogszabalyi / jogalapi indok

Felhasznaléi fiokhoz
kapcsolddo alapadatok

Fidk- és autentikacios adatok

Tranzakciods és szamlazasi
adatok

Fizetési tranzakciok technikai
adatai

Tanulasi és
teljesitményadatok

Ugyfélszolgalati és

a fiok fennallasaig, majd torlés
utan max. 5 év

a fidk fennallasaig, biztonsagi
naplok esetén 6—12 hdénap

8 év

8 év (szamlazashoz
kapcsolédoan), egyéb esetben
5 év

a hozzaférés/kurzus
érvényességéig, majd max. 5
év

az Uigy lezarasatoél szamitott 5

szerzGdés teljesitése; Ptk.
szerinti altalanos elévilési id6

jogos érdek (biztonsag,
visszaélés-megelGzés)

szamviteli torvény (2000. évi
C.tv.)

jogszabalyi kotelezettség; jogi
igényérvényesités

szerzGdés teljesitése; jogi
igények védelme

Ptk. elévilési idé;



Adatkategoria Megdrzési id6 Jogszabalyi / jogalapi indok

panaszkezelési adatok év fogyasztovédelmi
kotelezettségek

Technikai naplék és biztonsagi 3-12 hoénap jogos érdek (IT-biztonsag,
logok incidenskezelés)
Kommunikacids adatok az adott gy lezarasatol szerz8dés teljesitése; jogi
szamitott 5 év igényérvényesités
Hozzdjaruldson alapuld a hozzdjarulas visszavonasaig  GDPR 6. cikk (1) a)

adatkezelések adatai

A meglrzési id6k meghatarozasa soran az LMS-One Zrt. torekszik arra, hogy az adatok kezelése
ne haladja meg a jogszabalyok altal megengedett vagy a cél eléréséhez sziikséges idGtartamot.

8.3. Archivalas és anonimizalas

Amennyiben a személyes adatok tovabbi megérzése kizardlag jogi igények érvényesitése,
hatdsagi eljaras vagy auditdlasi kotelezettség miatt indokolt, az LMS-One Zrt. az adatokat
korlatozott hozzaférésii archivalt kornyezetben tarolja.

Az adatkezelési cél megsz(inését kdvet6en, amennyiben az adatok statisztikai, elemzési vagy
fejlesztési célokra tovabbra is hasznosithatok, az LMS-One Zrt. elsGdlegesen anonimizalt vagy
aggregalt formaban kezeli azokat, oly mdédon, hogy az érintett személye tobbé ne legyen
azonosithato.

8.4. Torlési folyamatok

Az LMS-One Zrt. biztositja, hogy a személyes adatok torlése a meghatarozott adatmegérzési
id6k lejartat kovet6en rendszeres, dokumentalt és ellenérizheté mdédon torténjen.

A torlési folyamat kiilondsen az alabbi esetekben indul meg:

e afelhaszndldi fiok megsziintetésekor, amennyiben tovabbi megG6rzés jogszabaly vagy
jogos érdek alapjan nem indokolt;

e a hozzdjarulason alapuld adatkezelések esetén a hozzajarulas visszavonasakor;
e az adatkezelési cél megsz(inésekor;
e ajogszabdlyban meghatdrozott megbrzési idé lejartakor.

A torlés technikai megvaldsitasa sordn az LMS-One Zrt. torekszik arra, hogy az adatok
visszaallitdsa ne legyen lehetséges, illetve hogy a mentésekbdl torténd kivezetés is a rendszeres
mentési ciklusoknak megfelel6en megtorténjen.

9. Az érintettek jogai

Az LMS-One Zrt. a Sylora m(ikédése soran biztositja, hogy az érintettek a GDPR Ill. fejezetében
meghatdrozott jogaikat gyakorolhassak. Az érintetti jogok gyakorldasa nem jarhat az érintett
szamdra hatranyos kovetkezményekkel.



9.1. Tajékoztatashoz vald jog

Az érintett jogosult arra, hogy az adatkezelés megkezdése el6tt és az adatkezelés soran is
vilagos, kozérthetd és részletes tajékoztatast kapjon a személyes adatai kezelésérdl, kiilonosen
az adatkezelés céljardl, jogalapjardl, idétartamardl, valamint az adatkezelésben részt vevé
szereplékrél.

E jog gyakorlasat a jelen adatkezelési tajékoztatd, valamint az adott adatkezelésekhez
kapcsolédo kiegészitd tdjékoztatdsok biztositjak.

9.2. Hozzaférés joga

Az érintett jogosult arra, hogy visszajelzést kapjon arra vonatkozdan, hogy személyes adatainak
kezelése folyamatban van-e, és amennyiben igen, jogosult:

e akezelt személyes adatokhoz hozzaférést kapni;
o tdjékoztatdst kapni az adatkezelés céljardl, jogalapjardl, idGtartamarél;
e informaciot kapni az adatok forrasardl, cimzettjeir6l és az adattovabbitasokrol.

9.3. Helyesbitéshez valé jog

Az érintett jogosult arra, hogy kérje a rd vonatkozé pontatlan vagy hidnyos személyes adatok
helyesbitését vagy kiegészitését. Az LMS-One Zrt. a kérelmet indokolatlan késedelem nélkiil
teljesiti.

9.4. Torléshez vald jog (“elfeledtetés”)
Az érintett jogosult arra, hogy kérje személyes adatainak torlését, amennyiben:

e az adatokra a kezelés céljabol mar nincs sziikség;

e az adatkezelés hozzajaruldson alapul, és az érintett azt visszavonija;

e az érintett tiltakozik az adatkezelés ellen, és nincs els6bbséget élvezé jogszerd ok;
e az adatkezelés jogellenes;

e az adatokat jogszabalyi kbtelezettség alapjan torolni kell.

A torlési jog nem alkalmazhaté, amennyiben az adatkezelés jogszabdlyi kotelezettség
teljesitéséhez vagy jogi igények érvényesitéséhez sziikséges.

9.5. Az adatkezelés korlatozdsahoz valé jog
Az érintett jogosult arra, hogy kérje személyes adatai kezelésének korlatozasat, amennyiben:

e vitatja az adatok pontossagat;

e az adatkezelés jogellenes, de az érintett nem kéri az adatok torlését;

e az adatkezel6nek mar nincs szliksége az adatokra, de az érintett jogi igények
érvényesitéséhez igényli azokat;

e azérintett tiltakozott az adatkezelés ellen, és a jogos érdek vizsgdlata folyamatban van.



9.6. Adathordozhatdsaghoz valod jog

Az érintett jogosult arra, hogy a ra vonatkozé, altala az LMS-One Zrt. rendelkezésére bocsatott
személyes adatokat tagolt, széles kérben hasznalt, géppel olvashaté formatumban megkapja,
illetve kérheti azok mas adatkezeld részére torténd tovabbitasat, amennyiben az adatkezelés
jogalapja hozzajarulas vagy szerzédés, és az adatkezelés automatizalt médon torténik.

9.7. Tiltakozashoz vald jog

Az érintett jogosult arra, hogy sajat helyzetével kapcsolatos okokbdl tiltakozzon személyes
adatainak jogos érdek jogalapon torténd kezelése ellen. Tiltakozas esetén az LMS-One Zrt. az
adatkezelést megsziinteti, kivéve, ha bizonyitja, hogy az adatkezelést olyan kényszerit6 erejl
jogos okok indokoljak, amelyek els6bbséget élveznek az érintett érdekeivel, jogaival és
szabadsagaival szemben, vagy amelyek jogi igények érvényesitéséhez kapcsolddnak.

9.8. Hozzajarulas visszavonasa

Amennyiben az adatkezelés hozzajaruldson alapul, az érintett jogosult a hozzajarulasat
barmikor, indokolas nélkiil visszavonni. A visszavonas nem érinti a visszavonas el6tti
adatkezelés jogszerlségét. A hozzdjarulds visszavondsanak maddjat a Sylora fellletei, valamint a
jelen tajékoztatd 10. fejezete részletezi.

10. Joggyakorlas maodja

Az LMS-One Zrt. biztositja, hogy az érintettek a GDPR-ban meghatdrozott jogaikat egyszer(en,
atlathaté modon és indokolatlan akadalyok nélkiil gyakorolhassak.

10.1. Kérelem benyujtasanak mddja
Az érintetti jogok gyakorlasara iranyuld kérelmek az aldbbi médokon nyudjthatdk be:

e elektronikus Uton, a Sylora felliletén biztositott kapcsolattartasi csatornakon keresztiil;
e e-mailben az adatkezel6 hivatalos elérhet8ségére;
e postai Uton az adatkezel6 székhelyére kildott levélben.

Az LMS-One Zrt. torekszik arra, hogy az érintetti kérelmek benyujtasa és kezelése kozérthetd,
atlathato és koltségmentes legyen.

10.2. Hatariddk

Az LMS-One Zrt. az érintetti kérelmeket indokolatlan késedelem nélkiil, de legkés6bb a kérelem
beérkezésétdl szamitott egy hdnapon beliil megvizsgalja és megvalaszolja.

Amennyiben a kérelem Osszetettsége vagy a kérelmek szama ezt indokolja, a valaszadasi
hatarid6 tovabbi két honappal meghosszabbithatd, amelyrél az LMS-One Zrt. az érintettet a
kérelem beérkezésétbl szamitott egy hédnapon beliil tdjékoztatja, a késedelem indokainak
megjelolésével.



10.3. Azonositasi kovetelmények

Az LMS-One Zrt. jogosult arra, hogy az érintetti joggyakorlas soran meggy6z6djon a kérelmet
benyujté személyazonossagardl, amennyiben megalapozott kétség meril fel a kérelmezé
kilétével kapcsolatban.

Az azonositds sordn az LMS-One Zrt. kizardlag a sziikséges és aranyos mértékdl adatokat kéri be,
és nem alkalmaz ardnytalan vagy indokolatlanul terhes azonositasi kovetelményeket.
Amennyiben a kérelmezd személyazonossaga nem dllapithatd meg, az LMS-One Zrt. jogosult a
kérelem teljesitését megtagadni.

10.4. Panasz benyujtasa fellgyeleti hatésaghoz

Amennyiben az érintett megitélése szerint az LMS-One Zrt. a személyes adatok kezelése soran
megsértette a vonatkozo adatvédelmi jogszabalyokat, az érintett jogosult panaszt benyujtani az
illetékes feligyeleti hatésaghoz.

Magyarorszagon az illetékes felligyeleti hatdsag:

Nemzeti Adatvédelmi és Informacidszabadsag Hatosag (NAIH)
Székhely: 1055 Budapest, Falk Miksa utca 9-11.

Postacim: 1363 Budapest, Pf. 9.

Weboldal: https://www.naih.hu

Az érintett jogosult tovabba birdsagi jogorvoslatra is, amennyiben megitélése szerint jogai
sériltek.

11. Adatbiztonsag

Az LMS-One Zrt. a Sylora m(ikodtetése soran a személyes adatok biztonsagat a GDPR 32.
cikkének megfelel6en, a kockazatok mértékéhez igazodé megfeleld technikai és szervezési
intézkedésekkel biztositja.

11.1. Technikai intézkedések

Az LMS-One Zrt. a személyes adatok védelme érdekében kiilondsen az alabbi technikai
intézkedéseket alkalmazza:

e arendszerekhez valé hozzaférés logikai védelme (pl. hitelesités, jogosultsagkezelés);

e aszemélyes adatokhoz vald hozzaférések napldzasa és ellendrizhetdsége;

e adatatvitel és adattarolads sordn alkalmazott biztonsagi megoldasok (pl. titkositott
kommunikacio);

e rendszeres biztonsagi frissitések és karbantartasok;

e mentési (backup) és helyreallitasi eljardasok alkalmazasa a rendelkezésre 4llas biztositasa
érdekében.



11.2. Szervezési intézkedések

Az LMS-One Zrt. a technikai intézkedéseken tul megfelel6 szervezési intézkedéseket is alkalmaz,
kaldonosen:

e az adatkezelésben részt vevé munkavallalok és megbizottak jogosultsagainak
szabalyozasa;

e adatvédelmi és informacidbiztonsagi tudatossag biztositdsa a relevans szerepkdrokben;

e belsé eljarasok kialakitasa az adatkezelési mlveletek ellenérizhet6sége érdekében;

e az adatfeldolgozdkkal kotott szerz6désekben adatbiztonsagi kovetelmények rogzitése.

11.3. Jogosultsagkezelés

Az LMS-One Zrt. biztositja, hogy a személyes adatokhoz kizardlag azok a munkavallalok és
megbizottak férjenek hozza, akiknek ez a feladatuk ellatasahoz sziikséges (sziikségesség és
jogosultsag elve).

A jogosultsagok kiosztasa, médositasa és visszavonasa dokumentalt eljardsrend szerint torténik,
és az LMS-One Zrt. rendszeresen fellilvizsgdlja a hozzaférési jogosultsagokat.

11.4. Incidenskezelés

Az LMS-One Zrt. rendelkezik olyan eljarasokkal, amelyek célja a személyes adatokat érinté
biztonsagi események észlelése, kivizsgalasa és kezelése.

Az adatbiztonsagi incidensek kezelése sordn az LMS-One Zrt.:

e haladéktalanul megteszi a sziikséges intézkedéseket a tovabbi karok megel6zése
érdekében;

e dokumentalja az eseményt és az alkalmazott intézkedéseket;

e értékeli az incidens kockazatait az érintettek jogaira és szabadsagaira nézve.

11.5. Adatvédelmi incidens bejelentése

Amennyiben személyes adatokat érint6 adatvédelmi incidens kovetkezik be, az LMS-One Zrt. a
GDPR 33-34. cikkeinek megfeleléen jar el.

e Ha az incidens valodszinlisithet6en kockazattal jar az érintettek jogaira és szabadsagaira
nézve, az LMS-One Zrt. indokolatlan késedelem nélkiil, de legkés6bb az incidens
észlelésétdl szamitott 72 dran beliil bejelenti azt az illetékes felligyeleti hatésagnak.

e Ha az incidens magas kockazattal jar, az LMS-One Zrt. indokolatlan késedelem nélkul
tdjékoztatja az érintetteket is, kivéve, ha a GDPR-ban meghatarozott kivételek
valamelyike alkalmazandé.

Az LMS-One Zrt. az adatvédelmi incidensekrél belsé nyilvantartast vezet, a GDPR
elszamoltathatdsagi elvének megfeleléen.



12. Cookie-kezelés

A Sylora a weboldal és a kapcsolddo online szolgaltatasok megfelel6 mikodésének biztositasa,
valamint a felhaszndloi éimény javitasa érdekében cookie-kat és hasonld technolédgidkat
alkalmaz. A cookie-k hasznalata soran az LMS-One Zrt. a GDPR, valamint az ePrivacy iranyelv (és
az annak megfelel6 magyar jogszabalyi rendelkezések) elSirdsainak megfeleléen jar el.

12.1. Cookie tipusok
A Sylora keretében az alabbi cookie-tipusok kertilhetnek alkalmazasra:

e Sziikséges (elengedhetetlen) cookie-k: a weboldal és a szolgaltatas alapvet6
mukodéséhez sziikségesek (pl. munkamenet-kezelés, biztonsag, hitelesités). Ezek
hidnyaban a Sylora nem vagy csak korlatozottan mdkodik.

e Preferencia cookie-k: a felhasznaléi beallitdsok (pl. nyelv, megjelenités) megjegyzését
szolgaljak.

e Statisztikai / analitikai cookie-k: a szolgéltatas hasznalatanak mérését és elemzését
teszik lehet6vé, jellemzben Osszesitett vagy dlnevesitett formdaban.

e Marketing cookie-k: a felhaszndlok érdekl6dési koréhez igazodo tartalmak és ajanlatok
megjelenitését tdmogathatjdk, amennyiben ilyen funkciék mikodnek.

12.2. Jogalapok

o Asziikséges cookie-k alkalmazdsanak jogalapja az LMS-One Zrt. jogos érdeke (GDPR 6.
cikk (1) f) pont), mivel ezek nélkil a szolgaltatas biztonsagos és rendeltetésszerd
mikddése nem biztosithato.

e A nem sziikséges cookie-k (kiilondsen analitikai és marketing cookie-k) alkalmazasa
kizdrdlag az érintett el6zetes, 6nkéntes és egyértelmii hozzajarulasa alapjan torténik
(GDPR 6. cikk (1) a) pont, ePrivacy).

A hozzajarulas megadasanak hianya nem eredményezheti a Sylora alapfunkcidihoz vald
hozzaférés megtagadasat.

12.3. Cookie-kezelési bedllitasok

A Sylora a felhasznaldk szamara cookie-kezel6 feliiletet (Consent Management Platform —
CMP) biztosit, amely lehet6vé teszi:

e a cookie-kategériak elfogaddsat vagy elutasitasat;
e a hozzdjaruldsok utélagos mddositasat vagy visszavonasat;
e acookie-beallitdsok részletes megtekintését.

A felhaszndlé a cookie-beadllitdsokat barmikor mddosithatja a weboldalon elérheté cookie-
kezelési fellileten keresztil, illetve a bongész6je megfelel6 bedllitasaival.



12.4. Kils6 szolgaltatok cookie-i

A Sylora m(ikodése soran kiilsé szolgdltatok altal elhelyezett cookie-k is alkalmazasra
kerilhetnek (pl. analitikai vagy kommunikacids szolgdltatasok). E cookie-k felett az LMS-One Zrt.
korlatozott ellenérzéssel rendelkezik; az adatkezelés feltételeit az adott szolgdltatd sajat
adatkezelési tdjékoztatdja hatarozza meg.

Az LMS-One Zrt. torekszik arra, hogy kizardlag olyan kilsé szolgaltatdkat vegyen igénybe,
amelyek adatkezelési gyakorlata megfelel az alkalmazandd adatvédelmi jogszabdlyoknak.

- Onallé Cookie Policy-re mutaté hivatkozas

13. Kiils6 szolgaltatasok és integraciok

A Sylora mUikodése soran az LMS-One Zrt. egyes funkcidk biztositdsahoz kiilsé szolgaltatasokat
és technikai integracidkat vehet igénybe. E szolgaltatasok alkalmazasa minden esetben a GDPR
és az egyéb vonatkozdé adatvédelmi jogszabdlyok elGirasainak megfelelGen torténik.

Az LMS-One Zrt. torekszik arra, hogy kizdrdlag olyan kiilsé szolgaltatdkkal mikodjon egyitt,
amelyek megfelel6 garancidkat nydjtanak a személyes adatok védelmére, és amelyekkel az
adatkezelés jogszer(iségét biztositd szerz6déses megallapoddsok keriilnek megkotésre.

13.1. Fizetési szolgaltatok

A Sylora-en keresztiil torténé vasarlasok lebonyolitasa érdekében az LMS-One Zrt. fizetési
szolgaltatokat vehet igénybe. E szolgdltatdk a fizetési tranzakcidk soran jellemz6en onallé
adatkezel6ként jarnak el a sajat adatkezelési tajékoztatdjuk szerint.

Az LMS-One Zrt. a fizetési folyamat soran jellemz6en nem kezel és nem tarol teljes fizetési
kartyaadatokat; a Sylora kizardlag a tranzakcid azonositasahoz és adminisztraciéjahoz sziikséges
adatokat kezeli.

13.2. Analitikai eszkozok

A Sylora m(ikodésének és hasznalatanak elemzéséhez az LMS-One Zrt. analitikai eszkdzoket
alkalmazhat. Az ilyen eszk6z0k haszndlata jellemz&en 6sszesitett vagy dlnevesitett adatokon
alapul, és kizarélag a vonatkozo cookie- és hozzajarulasi beallitasoknak megfelel6en torténik.

Az analitikai eszk6z6k alkalmazasanak részletes feltételeit a jelen tajékoztatd 12. fejezete,
valamint az 6nallé Cookie Policy tartalmazza.

13.3. Kommunikacids rendszerek

A felhaszndldkkal valé kapcsolattartas, rendszerértesitések és tigyfélszolgalati kommunikacio
biztositasa érdekében az LMS-One Zrt. kiils6 kommunikacids rendszereket (pl. e-mail-kild6,
Uzenetkezel6 vagy jegykezelS rendszerek) vehet igénybe.

E szolgaltatdk jellemzben adatfeldolgozoként jarnak el, és kizardlag az LMS-One Zrt. utasitasai
alapjan kezelik a személyes adatokat.



13.4. E-learning integraciok

A Sylora oktatasi és tanulasi funkcidinak biztositasa érdekében az LMS-One Zrt. kiils6 e-learning
rendszerekkel, tartalomkezel6 megoldasokkal vagy szabvanyos oktatasi integraciokkal (pl.
SCORM vagy mas e-learning szabvanyok) miikoddhet egyitt.

Az ilyen integrdcidk sordn a személyes adatok kezelése kizdrélag a szolgaltatas teljesitéséhez
sziikséges mértékben torténik, a szerep- és felel§sségi viszonyok figyelembevételével. A
részletes adataramldsi és felelGsségi modelleket a jelen tajékoztatd 15. fejezete ismerteti.

14. Gyermekek adatainak kezelése

A Sylora m(ikodése soran az LMS-One Zrt. kiemelt figyelmet fordit a gyermekek személyes
adatainak fokozott védelmére, 6sszhangban a GDPR, az Infotv., valamint az alkalmazandé
eurdpai és magyar gyermekvédelmi szabdlyozdsok rendelkezéseivel. Jelen fejezet célja, hogy
részletesen és egyértelmden rogzitse a korhatarra, a sziil6i hozzajaruldsra, valamint az oktatasi
célu adatkezelésekre vonatkozd szabdlyokat.

14.1. Korhatar-szabalyozas

A Sylora szolgéltatasai alapértelmezés szerint nagykoru (18. életéviiket betoltott) személyek
szamara kerilnek kialakitasra és értékesitésre.

Az LMS-One Zrt. a GDPR 8. cikkével 6sszhangban az aldbbi elveket alkalmazza:

o 14. életévét be nem toltott gyermek személyes adatai kizarélag sziilGi vagy torvényes
képviselGi hozzajarulas megléte esetén kezelhet6k az informacids tarsadalommal
Osszefligg6 szolgdltatdasok keretében;

e 14-18 év kozotti kiskoru esetében az adatkezelés jogszerlisége az adott adatkezelési cél,
jogalap és a vonatkozé magyar jogszabalyok (kilon6sen az Infotv.) alapjan kerdil
megitélésre;

e aSylora nem iranyul kifejezetten gyermekek szamara nyujtott, 6nallé regisztraciot
0sztonz6 digitdlis szolgdltatds biztositasara.

Amennyiben a Sylora egyes funkcidi vagy tartalmai kiskoriak szamara is hozzaférhetdvé valnak
(kGlonosen szervezeti vagy oktatdsi kornyezetben), az LMS-One Zrt. gondoskodik arrél, hogy:

e a hozzaférés ellenérzott kornyezetben torténjen (pl. intézményi/szervezeti meghivas,
adminisztratori fiokkezelés);

e akorhatdrra vonatkozd informacidk és figyelmeztetések egyértelmlen megjelenjenek;

e ajogosultsagkezelés és az adatkezelés a gyermekek érdekeit elsédlegesen figyelembe
vevlé médon torténjen.

14.2. SzulGi vagy torvényes képviselGi hozzajarulas

Amennyiben a Sylora keretében 14. életévét be nem toltott gyermek személyes adatainak
kezelése valik sziikségessé, az LMS-One Zrt. kizardlag akkor végez adatkezelést, ha:



a szuilé vagy torvényes képvisel6 el6zetes, igazolhato és kifejezett hozzajarulasa
rendelkezésre all; és

a hozzajarulas a konkrét adatkezelési célokra (pl. felhasznaléi fidk Iétrehozdsa, tanulasi
el6rehaladas nyilvantartdsa) egyértelmden kiterjed.

A szUilGi hozzajarulds biztositasa és ellenGrzése soran az LMS-One Zrt.:

ésszer(i intézkedéseket alkalmaz a hozzajarulast add személy jogosultsaganak
ellenérzésére (pl. szervezeti adminisztrator altali igazolds, intézményi nyilatkozat,
digitalis megerdsitési folyamat);

dokumentadlja a hozzajarulds megadasat, annak id6pontjat és tartalmat az
elszamoltathatdsag elvének megfeleléen;

lehetdséget biztosit a szUl6 vagy torvényes képvisel6 szamdra a hozzajarulas barmikori
visszavonasdara, amely nem érinti a visszavonas el6tti adatkezelés jogszer(iségét.

A hozzajarulds visszavondsa esetén az LMS-One Zrt. a gyermek személyes adatait indokolatlan
késedelem nélkdil torli vagy anonimizalja, kivéve, ha az adatkezelés tovdbbi fenntartasa
jogszabalyi kotelezettség vagy kényszerit6 erejl jogos érdek alapjan indokolt.

14.3. Oktatasi célu adatkezelések és kivételek

A Sylora mUikodési modellje lehet6vé teszi, hogy a platform oktatasi, képzési vagy intézményi
kornyezetben keriiljon alkalmazasra (pl. iskolak, képz6intézmények, vallalati képzési programok
keretében).

llyen esetekben az adatkezelés sajatossagai az aldbbiak szerint alakulhatnak:

a kiskoru érintettek személyes adatainak kezelése jellemzéen szerzédés teljesitésén
vagy jogszabalyi kotelezettségen alapulhat (GDPR 6. cikk (1) b) és c) pont), amennyiben
az adatkezelés az oktatasi szolgdltatas nyujtasahoz elengedhetetlen;

az LMS-One Zrt. ilyen esetekben tipikusan adatfeldolgozéként, mig az oktatasi
intézmény vagy szervezet adatkezel6ként jar el, kivéve, ha a konkrét adatkezelési célok
és eszkozok kozos meghatdrozasa kozos adatkezelést eredményez;

a tanulasi és teljesitményadatok kezelése kizardlag a képzés lebonyolitdsahoz,
nyilvantartdsahoz, igazoldsdhoz és elszdmoldsahoz sziikséges mértékben torténik;

a gyermekek adatai nem keriilnek marketing vagy profilalkotasi célu felhasznalasra.

Az LMS-One Zrt. minden oktatdsi célu adatkezelés esetén biztositja, hogy:

az adatkezelés megfeleljen a gyermekek mindenek felett allé érdekének elvének;

a hozzaférések szigordan szerepkor- és jogosultsagalapon torténjenek;

a gyermekek személyes adatai fokozott technikai és szervezési védelemben
részesiljenek;

az érintetti jogok (kiilonosen a szll6i/torvényes képviselbi jogok) gyakorlasa ténylegesen
és hatékonyan biztositott legyen.



Amennyiben a Sylora keretében kiskoruakat érint6 adatkezelési folyamat Iényegesen
megvaltozik, az LMS-One Zrt. sziikség esetén adatvédelmi hatasvizsgalatot (DPIA) végez, és a
jelen adatkezelési tdjékoztatdt ennek megfelelSen frissiti.

15. Sylora-specifikus adatkezelések

A Sylora tobbszerepl6s m(ikodési modellje sajatos adatkezelési helyzeteket eredményez,
amelyekben a platform tUzemeltetdje, a kurzus szervezdk / tartalomszolgaltatdk, valamint a
tanuldk és vasarlok eltérd szerepkorokkel és felel6sségi korokkel vesznek részt. Jelen fejezet
célja ezen adatkezelések torvényi minimumot teljesitd, egyértelmii és védhetd kereteinek
rogzitése.

15.1. Kurzus szervez6—tanuld adataramlas

A Sylora-en elérhet6 kurzusok és digitalis tananyagok teljesitése soran a tanuldék bizonyos
személyes adatai a kurzus szervezdk / tartalomszolgéltatdk szamara hozzaférhetévé valhatnak,
amennyiben ez a szolgéltatas teljesitéséhez szlikséges.

Az adatdramlas jellemz6en az aldbbi adatkordkre terjedhet ki: - a tanuld azonositasahoz
sziikséges alapadatok (pl. név vagy megjelenitett azonositd), - a hozzaférés és licenc statusza, - a
tanulasi el6rehaladas és a teljesités ténye (pl. elvégezte / nem végezte el), - értékelési vagy
vizsgaeredmények, amennyiben a kurzus ezt tartalmazza.

Az adatdramlas minden esetben: - elére meghatarozott célhoz kototten, - a sziikséges
legkisebb adattartalommal, - jogosultsagkezelési és naplozasi mechanizmusok mellett valésul
meg.

A kurzus szervezbk a résziikre hozzaférhet6 személyes adatokat kizardlag a kurzus
lebonyolitasahoz, a teljesités igazoldasahoz, valamint az esetleges elszamolasi és jogi
kotelezettségek teljesitéséhez hasznalhatjak fel.

15.2. Platform és tartalomszolgaltatd kozotti felel6sségi viszony
A Sylora mUikodésében az adatkezelGi szerepkor az adott adatkezelési cél fliggvényében alakul:

e az LMS-One Zrt. 6nall6 adatkezelSként jar el minden olyan adatkezelés tekintetében,
amely a platform Gzemeltetéséhez, a felhasznaldi fiokok kezeléséhez, a vasarlasi és
licencfolyamatokhoz, valamint a jogszabalyi kotelezettségek teljesitéséhez kapcsolédik;

e a kurzus szervezd / tartalomszolgaltato 6nallé adatkezel6ként jar el a sajat Uzleti,
oktatdsi vagy adminisztrativ célu adatkezelései soran (pl. sajat nyilvantartasok, sajat
marketingtevékenység);

e amennyiben az adatkezelés céljait és eszkozeit az LMS-One Zrt. és a kurzus szervez§
kozosen hatarozza meg, az adatkezelés kozos adatkezelésnek mindsiil, és a felek a GDPR
26. cikke szerinti megdllapodast kotnek.

A Sylora nem vallal felelGsséget a kurzus szervez6k sajat, a platformon kivili adatkezeléseiért.



15.3. Szerz6déses és jogi elklilonités

A Sylora m(ikddéséhez kapcsolddé szerz6déses dokumentumok (kiildndsen az Altalanos
Szerz6dési Feltételek és a tartalomszolgaltatéi megallapodasok) rogzitik:

e azegyes szerepl6k adatkezelési szerepkorét (adatkezelS, adatfeldolgozé, k6zos
adatkezeld),

e az adatkezelés céljait és jogalapjait,

e ahozzaférhet6 adatkoroket és azok felhasznalasi korlatait,
e az adatbiztonsagi és titoktartdsi kotelezettségeket,

e az érintetti joggyakorlas tdmogatasanak rendjét.

A szerzGdéses elkllonités célja annak biztositdsa, hogy az érintettek szamara egyértelmd legyen,
mely szervezet milyen adatkezelési mlveletért felelGs, és jogaikat mely adatkezel6nél
gyakorolhatjak.

15.4. Tobbszerepl6s adatkezelési modell

A Sylora tobbszerepl&s modellje (platform — tartalomszolgaltaté — tanuld / vasarld — szervezeti
adminisztrator) alapjan az adatkezelés minden esetben az aldbbi alapelvek mentén valdsul meg:

o Aatlathatdsag: az érintettek megfeleld tdjékoztatdst kapnak az adataramlasroél és a
szerepl6krél;

o célhoz kotottség és adattakarékossag: minden szerepl kizardlag a feladatdhoz
sziikséges adatokhoz fér hozz3;

e elszamoltathatdsag: az adatkezelési mlveletek dokumentaltak és visszakdvethetdk;

e adatbiztonsag: a technikai és szervezési intézkedések a tobbszereplés mikodésbdl
fakado kockdazatokat kezelik.

Az LMS-One Zrt. a Sylora-specifikus adatkezelések kialakitdsa soran toérekszik arra, hogy a
platform semleges kdzvetit6ként miikodjon, és ne véllaljon sziikségtelen adatkezelési
felelGsséget a tartalomszolgaltatdk 6nallé adatkezeléseiért.

16. Verzidkezelés és modositasok

16.1. Iranyelv mdédositasa

Az LMS-One Zrt. fenntartja a jogot, hogy a jelen adatkezelési tajékoztatot barmikor médositsa,
amennyiben azt

e jogszabalyvaltozas,

o felligyeleti hatdésagi (kiilondsen NAIH vagy EDPB) irdnymutatas,

e a Sylora mikodésének, funkcidinak vagy adatkezelési folyamatainak megvaltozasa,
e (] szolgaltatasok, integraciok vagy adatkezelési célok bevezetése

indokolja.



A moédositasok nem érinthetik hatranyosan az érintettek jogait, és nem vezethetnek a személyes
adatok jogellenes kezeléséhez. Az LMS-One Zrt. biztositja, hogy a mdédositott adatkezelési
tdjékoztatd minden esetben 6sszhangban alljon a GDPR és az alkalmazandé magyar
jogszabdlyok elGirasaival.

16.2. Hatdlybalépés

A jelen adatkezelési tajékoztatd — valamint annak mindenkori médositasai — a kdzzététel napjan
lépnek hatalyba.

A Sylora hasznalatdnak folytatasaval az érintettek tudomasul veszik, hogy a platform
mUkodésére a hatdlyos adatkezelési tajékoztatd rendelkezései iranyaddak. A korabbi verzidk
archivdlasra kerililnek annak érdekében, hogy az adatkezelési gyakorlat id6beli alakulasa utdlag
is igazolhato legyen (elszamoltathatdsag elve).

16.3. Felhasznaldk értesitése

Amennyiben az adatkezelési tdjékoztaté mddositdsa az érintettek jogait vagy a személyes
adatok kezelésének |ényeges elemeit érinti, az LMS-One Zrt. a mddositasrol megfelel6 mdédon
tdjékoztatja az érintetteket.

Az értesités killondsen az aldbbi csatornakon torténhet:

e aSylora webes fellletén torténé kozzététellel,
e afelhasznaldi fiokhoz kapcsolddé értesitéssel vagy lizenettel;

e e-mail Utjan, amennyiben az érintett e-mail cime rendelkezésre 3ll és az értesités
indokolt.

Nem lényeges, kizarélag technikai vagy szerkesztési jellegli mdédositasok esetén az LMS-One Zrt.
jogosult az értesitést a weboldalon torténé kozzétételre korlatozni.

17. Kapcsolat és jogérvényesités

Az LMS-One Zrt. biztositja, hogy az érintettek a személyes adataik kezelésével kapcsolatos
kérdéseikkel, észrevételeikkel, valamint jogaik gyakorlasaval kapcsolatban megfelel§ és
hatékony kapcsolattartasi és jogérvényesitési lehet6ségekkel élhessenek.

17.1. Kapcsolattartasi adatok

Az érintettek az adatkezeléssel kapcsolatos kérdéseiket, kérelmeiket és észrevételeiket az alabbi
elérhet8ségeken juttathatjak el az LMS-One Zrt. részére:

e postai Uton az adatkezel§ székhelyére kildott levélben;
e elektronikus Uton, az adatkezel6 hivatalos e-mail elérhet6ségén keresztiil;
e a Sylora felliletén biztositott kapcsolattartasi csatornakon keresztiil.

Az LMS-One Zrt. torekszik arra, hogy a megkeresésekre indokolatlan késedelem nélkiil, a
vonatkozd jogszabdlyokban meghatarozott hatarid6kon belil valaszoljon.



17.2. Hatdsagi jogorvoslat

Amennyiben az érintett megitélése szerint az LMS-One Zrt. a személyes adatok kezelése soran
megsértette az alkalmazandé adatvédelmi jogszabdlyokat, az érintett jogosult panaszt
benyujtani az illetékes felligyeleti hatdsaghoz.

Magyarorszagon az illetékes felligyeleti hatdsag:

Nemzeti Adatvédelmi és Informacidszabadsag Hatosag (NAIH)
Székhely: 1055 Budapest, Falk Miksa utca 9-11.

Postacim: 1363 Budapest, Pf. 9.

Weboldal: https://www.naih.hu

17.3. Birdsagi jogérvényesités

Az érintett jogosult arra, hogy jogainak megsértése esetén birédsaghoz forduljon, kiilonosen
akkor, ha megitélése szerint a felligyeleti hatdsag nem foglalkozott panaszaval, vagy nem adott
megfelel§ valaszt.

A birdsagi jogérvényesités lehetGsége az érintettet a hatdsagi jogorvoslattdl fliggetleniil
megilleti, a GDPR és az alkalmazandd magyar jogszabalyok rendelkezéseinek megfelelGen.



